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Abstract

The aim of this PhD thesis is to understand the phenomenon of Cloud Computing
(CC) adoption through the following main Research Question (RQ):

How can we understand the phenomenon of CC adoption within organizations?

This research question is addressed by exploring two Sub Questions (SQs) which,
through different accounts, explain the importance of the institutional factors’
influence on CC adoption. These SQs are:

What are the institutional factors that affect CC adoption in organizations?
How do institutional factors shape CC adoption strategies?

The research study in this thesis has provided results based on three research methods:
(1) a systematic literature review; (2) two case studies, one from Egypt, and a second
from Norway, and (3) a ranking-type Delphi study in which three different subpanels
of experts were involved who represented various stakeholders (i.e., clients, providers,
and academics). This research took place from September 2012 until March 2015.

The total number of informants was 46 who have contributed to the empirical studies
in terms of interviews and/or Delphi surveys. The aim of the research approach used
was to provide rich insights into understanding the CC adoption phenomenon through
the shared experiences of the informants involved and their different views on the
same phenomenon. In particular, 1 aimed to gather additional data related to the
Egyptian and Norwegian contexts. By including the different views of informants from
different contexts and domain backgrounds on the same phenomenon, this thesis was
able to identify a breadth of institutional factors and CC adoption strategies.

Part of the data analysis was carried out by applying statistical methods to generate
results from the narrowing-down and ranking surveys of the Delphi study.
Furthermore, the inputs from the brainstorming questionnaire were coded to generate
the consolidated list of CC adoption issues. The other part of the analysis was carried
out using concepts from neo-institutional theory; these concepts are isomorphic
pressures and strategic responses to institutional processes. The results generated from
applying neo-institutional theory and statistical methods were triangulated to identify:
(1) the external and internal institutional factors that influence, either by facilitating or
hindering the adoption of CC services in organizations, and (2) CC adoption strategies.



The findings from this thesis indicate that the CC adoption phenomenon can be
understood through the external and internal institutional factors that have an
important influence on CC adoption strategies. These adoption strategies are shaped by
the interplay of institutional factors. Hence, in this thesis, eight institutional factors
have been identified, together with three CC adoption strategies that are shaped by
these factors. Five external factors have been identified that are related to the external
social environment, both locally and globally (i.e., governments and regulatory bodies,
cloud providers, media, socio-political changes, and culture). Three internal factors
have been identified that are related to the internal social and technical environment of
organizations (i.e., internal stakeholders, firm characteristics, and IT infrastructure).
The importance of these factors identified from the Delphi rankings indicates that
organizations are encouraged take them into consideration when adopting CC services.
The identified strategies are: efficiency-motivated adoption, legitimacy-motivated
adoption, and non-adoption. Furthermore, the findings from this study are compared
with the research gaps that exist in the literature.

This thesis offers contributions to: (1) the area of CC adoption by identifying external
and internal institutional factors and CC adoption strategies through a mixed research
approach of quantitative and qualitative methods. This has created a rich
understanding of CC adoption phenomenon and (2) utilizing the neo-institutional
theory to achieve a broader and richer understanding of the CC adoption phenomenon.

In addition, this thesis offers implications for practice. From the brainstorming phase
of the Delphi study, a list of 55 identified issues has been generated to be of concern
regarding the adoption of CC. These issues have been coded and grouped into 10
categories: (1) security, (2) availability, (3) migration, (4) business, (5) legal and
ethical concerns, (6) culture, (7) awareness, (8) impact, (9) strategy, and (10) IT
governance. These issues are suggested by the Delphi panelists as important for
executives and managers in general to take into account when considering CC
investments.

The practical implications of this study are aimed at clients, cloud providers, and law-
makers. Clients need to: (1) have a business case that is driven by business needs
rather than IT costs, and (2) make a good estimation of the required change and
communicate this with internal stakeholders in a convincing way. Cloud providers
need to: (1) be strategic in sensing the different demands of different markets, and
reflecting these demands in their marketing campaigns, and (2) consider clients’
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security requirements, which differ from the security already on offer. Law-makers
need to learn from the financial industry about how to build an ecosystem for the
global exchange of data rather than money in the cloud; such an exchange must be
based on trust and international governance practices.

This thesis also offers several opportunities for future research. In particular, it points
to the benefits of a comparative analysis (e.g., countries and/or sectors) using a new
theoretical lens such as management fashion. This would provide an insight into how
cloud providers, consultants, governments, and academics perceive different market
demands, and how they respond to these demands when promoting CC services.

This thesis also encourages IS researchers to: (1) explore factors that influence the
adoption of particular service models (e.g., SaaS, PaaS, and laaS or public, private,
and hybrid), and (2) conduct longitudinal studies on CC adoption, which can provide
valuable implications on the entire CC adoption experience.

Last but not least, the results from the Delphi study indicate the need for further
research on the various concerning CC adoption issues that were revealed among the
panelists.

The contributions of this thesis are based on incorporating the empirical work
published in five papers.
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“The framing of a problem is often far more essential than its solution. ”

— Albert Einstein
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1 Introduction
This thesis focuses on understanding the external and internal factors that influence

(either by enabling or inhibiting) the adoption of CC services in organizations.

Before exploring problem formulation, it is necessary to clarify the term adoption,
because it will be frequently used throughout this thesis. In IS literature, the term is
used either to refer to a single process, which is decision (Rogers 1995; Swanson &
Ramiller 2004), or to a sequence of several stages such as initiation, adoption,
implementation (Thong 1999). Furthermore, the term is used interchangeably with
several synonyms such as decision, use, diffusion, and acquisition (Schneider &
Sunyaev 2014). In this thesis, the term adoption is related to the CC adoption
processes as they appear in the literature; this includes the decision as to whether or
not to adopt CC services. The focus is also on the factors that influenced the
“adoption” or “non-adoption” decision, and, after the “adoption” decision. The term
“adoption” also includes proof of concept as well as implementation and use.
According to Rogers (2003), non-adoption refers to the rejection of an opportunity to
adopt an innovation. Such a rejection can be classified as either: active (where the
innovation was adopted earlier, but later on, a non-adoption decision is made) or
passive (where no thought is given to the adoption of an innovation at all). In this
thesis, non-adoption refers to the fact that, even though consideration was given to the
adoption of CC services, adoption is eventually rejected because of external or internal
factors.

We are witnessing a growing interest in CC that “entails firms selling computing
rather than computers to clients. Servitization strategies allow an organization to shift
from selling a product to selling an integrated product and service offering” (Barrett
et al. 2015, p.137). On the other hand, there is a growing concern from clients about
this new business model; thus, there is need to gain more knowledge about its
dynamics.

The technological development of CC services is growing faster than its adoption rates
(Linthicum 2013). A comparison of survey results from two consecutive years, 2013
and 2014, indicates slow adoption rates (RightScale 2013; RightScale 2014). As
shown in Figure 1, adoption rates in general are not even higher than 40%.
Furthermore, non-adoption and adoption rates have only changed slightly (either
increasing or decreasing) from 2013 to 2014. This implies that, whilst organizations
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have sought to leverage the benefits of using CC services, they are still facing
challenges that slow down their adoption.

35%
29% H No plans
30% 26% 26% 25%

25%
20%
15% -

B Planning but did not

move to the cloud yet
@ Proof of concept

B Running several Apps

on the cloud
[ Heavily using cloud

services

10% -
5% -

0% -

Year 2013 Year 2014

Figure 1: Cloud computing adoption rates in 2013 and 2014

Adoption rates are adapted from sources (RightScale 2013; RightScale 2014) and combined into one graph

Despite the capabilities that the CC model can bring to organizations in terms of
scalability, flexibility, agility, simplicity, and efficiency (Venters & Whitley 2012),
there are nonetheless several critical factors to its adoption. These factors are related to
technology, business environment, the potential adopting organization, and the
relationship between the potential adopting organization and its business environment
(Armbrust et al. 2010; Garrison et al. 2012; Marston et al. 2011). The existing 1S
literature has indicated the lack of research in the area of CC adoption and the need for
practice-related IS research outcomes (Yang & Tate 2012). Furthermore, there is a
need to transfer lessons learned from cross-country investigations, which may reveal
more influential factors in the adoption of CC services (Schneider & Sunyaev 2014).
Furthermore, recent literature has advocated the need for studying the “adoption” and
“non-adoption” of CC services, because it would be interesting to compare non-
adoption with adoption (Schneider & Sunyaev 2014).

This thesis is motivated by the above statements and by a desire to take a rather broad
perspective that includes the adoption of various CC service models (i.e., SaaS, PaaS,
and laaS), deployment models (i.e., public, private, and hybrid), organization types
(i.e., public and private), and contexts (i.e., developed versus developing countries).
Hence, the scope of this thesis is to understand CC adoption as a phenomenon that is
influenced by a set of internal and external factors. The empirical setting for achieving
this research aim necessitated the use of three research methods: (1) a systematic
literature review to identify factors that have been found to influence the adoption of
CC services in existing research; (2) two case studies, one about a developing country
(Egypt), and a second about a developed country (Norway). Institutional factors are
identified based on an analysis of both contexts; and (3) a Delphi study that was
conducted by setting up three subpanels to represent the various stakeholders (i.e.,
clients, providers, and academics).
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This research resulted in contributions to both literature and practice. The contribution
of this thesis was its revelation of a breadth of external and internal factors that are
perceived to be most important to the adoption of CC services and yet are not well
highlighted in the literature. The implications for practice can assist decision-makers in
adopting CC services properly.

1.1Research Questions
The main research question (RQ) of the thesis is:

RQ: How can we understand the phenomenon of CC adoption within
organizations?

Two sub questions (SQ) were formulated to answer the main RQ. To answer the
research questions, I chose the interpretive research approach to understanding the CC
adoption phenomenon (Walsham 2006), together with the case study method, because
it is an appropriate method for addressing how questions (Yin 2009). | first started my
research inquiry by carrying out the Delphi study to explore and rank the most
important topics (or issues) in the area of CC adoption. The Delphi study then guided
my choice of the two case studies, one from Egypt and one from Norway. Using the
case study method along with the lens of neo-institutional theory, | aimed to
understand the CC adoption phenomenon by exploring the external and internal
institutional factors related to the Egyptian and Norwegian contexts that affect the
adoption of CC services. These two contexts are different both in terms of socio-
economic and socio-political status. The literature has reported the limited research
findings on the institutional factors that influence CC adoption (Schneider & Sunyaev
2014). Neo-institutional theory is a suitable lens for understanding how external and
internal factors influence the adoption of IS/IT innovations in organizations that exist
in different socio-economic and political contexts (Weerakkody et al. 2009).
Furthermore, the follow-up interviews that | conducted with the informants who
participated in the Delphi study revealed further internal and external factors. These
research methods constituted my response to the first SQ:

SQ1: What are the institutional factors that affect CC adoption in
organizations?

| further aimed to identify the importance of these factors; indeed, both the case
studies and the Delphi study provided evidence on this. The case studies showed the
importance of these factors through their influence on the strategies used for adoption
while the Delphi study provided rankings. Thus, my response to the second SQ can be
formulated as:
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SQ2: How do institutional factors shape CC adoption strategies?

| have positioned my research to be interpretive despite using the term “factors”,
which may indicate positivism. Furthermore, | have built my understanding of the
institutional factors and how they shape CC adoption strategies based on the field data.
Thus, both the factors and their influence, as well as the CC adoption strategies used,
emerged from my informants’ interpretations and shared meanings, rather than from
hypothetic-deductive logic and analysis (Orlikowski & Baroudi 1991).

1.2Structure of the Thesis

In this thesis, | present the contributions made by my five research papers (Appendix
A). Each paper is considered a part of my overall research. | will also refer to some of
the content of these papers in subsequent chapters of this thesis in order to offer further
insight into my argument as a whole.

This thesis is divided into eight chapters. In Chapter 1, | present the problems raised
by the thesis, together with its aim, and scope.

Chapter 2 provides a background on IS/IT outsourcing and CC and explores the
contributions made by selective IS studies to IS/IT outsourcing adoption. An
introduction to the systematic literature review conducted on CC adoption in Paper2 is
then given. Thereafter, | offer a summary of the chapter.

In Chapter 3, | provide the background to neo-institutional theory and its concepts,
before going on to offer an argument for my theoretical choice. | review selective IS
literature in terms of how the theory has been applied in the areas of IS and IS/IT
outsourcing. Then, | review the limited IS research stream that has applied neo-
institutional theory to study CC phenomenon. Thereafter, | introduce my first
publication, in which I have defined the organizational field, isomorphic pressures, and
strategic responses in the context of CC based on literature. | finish by offering a
summary of this chapter.

Chapter 4 provides details of the research approach taken in this thesis, including
research design, activities, data collection, and data analysis. | end the chapter by
reflecting on the validity issues related to my research approach.

Chapter 5 summarizes the contribution of each individual publication to this thesis as a
whole. The link between the publications and the research questions is demonstrated
(See Table 13 in Chapter 5). The chapter ends by presenting the overall research story
of the thesis.
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Chapter 6 presents a discussion of my findings and provides answer to the main RQ
and the two SQs. In addition, | knit the contributions of the publications to appear as
one consistent piece.

Chapter 7 presents the theoretical contributions made by this thesis in terms of its
response to the main RQ and two SQs. Also highlighted is the contribution made to
practice.

Chapter 8 concludes with a summary of the thesis, highlights limitations, and offers
opportunities for the future work.

Chapter 9 provides my own reflections on this doctoral study.

The five research papers that generate the contribution of this thesis are:

1.

Paperl: El-Gazzar, R., & Wahid, F. (2013). An Analytical Framework to
Understand the Adoption of Cloud Computing: An Institutional Theory
Perspective. In Proceedings of the International Conference on Cloud Security
Management (ICCSM2013) (pp. 91-98). Academic Conferences and Publishing
International.

Paper2: El-Gazzar, R. F. (2014). A Literature Review on Cloud Computing
Adoption Issues in Enterprises. In IFIP WG 8.6 International Conference on
Transfer and Diffusion of IT, TDIT 2014, Aalborg, Denmark, June 2-4, 2014 (pp.
214-242). Springer Berlin Heidelberg.

Paper3: El-Gazzar, R. F. (2015). The Start of a Journey to The Cloud in The
Developing World: A Case Study of Egypt. In Proceedings of the 48th Hawaii
International Conference on System Sciences (HICSS 2015) (pp. 4345-4354).
Paper4: El-Gazzar, R. F., & Wahid, F. (2015). Strategies for Cloud Computing:
Insights from the Norwegian Public Sector. In Proceedings of the 12th European,
Mediterranean & Middle Eastern Conference on Information Systems (EMCIS
2015).

Paper5: El-Gazzar, R. F., Hustad, E., & Olsen, D. H. (2016). Understanding Cloud
Computing Adoption Issues: A Delphi Study Approach. (Accepted for publication
in the Journal of Systems and Software). The article is currently in-press:
http://www.sciencedirect.com/science/article/pii/S016412121630036X.
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“If the word doesn't exist, invent it; but first be sure it doesn't exist.”
— Charles Baudelaire
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2 Background and Related Research

In Section 2.1, | offer an overview of the history of IS/IT outsourcing that led to the
provision of CC services. In particular, I refer to the IS literature to trace the time
frames during which various IS/IT outsourcing models emerged and evolved. In
Section 2.2, | discuss IS literature on the adoption of IS/IT outsourcing. Thereafter, in
Section 2.3, | provide a background on the CC model (i.e., definition, characteristics,
and service models). In Section 2.4, | go on to discuss a systematic review | carried out
on IS literature related to CC adoption (cf. Paper2). Finally, in Section 2.5, | offer a
summary of the chapter.

2.1 An Evolutionary History of IS/IT Outsourcing Adoption
Leading to Cloud Computing Services

“Nothing comes from nothing” - Parmenides

In this Section, | stand on the shoulders of the giant IS literature that has thoroughly
investigated the IS/IT outsourcing adoption phenomenon. In particular, | review the
history of the IS/IT outsourcing phenomenon, which evolved over time (See Figure 3),
and examine existing definitions of IS/IT outsourcing models (Leimeister 2010). IS/IT
outsourcing has been defined by Loh and Venkatraman (1992a) as the significant
contribution made by external vendors to the physical and/or human resources
associated with the entire or specific components of the IT infrastructure in the user
organization. Lacity and Hirschheim (1993) defined it as the provision of or purchase
of a product or service that could be provided within the buyer firm. According to
Willcocks and Lacity (1997), IS/IT outsourcing can be defined as the delegation of the
third party management of organizational assets, resources and/or activities to achieve
a desired result. Kern and Willcocks (2000) defined it as a decision taken by an
organization to outsource or sell an organization’s IT assets, people and/or activities to
a third party supplier, who in exchange provides and manages assets and services for
monetary returns over an agreed time period. The latter definition encapsulates the
three former definitions and adds more details to the meaning of IS/IT outsourcing. In
the 1960s and 1970s, IS/IT outsourcing started off by being technology-centric. By the
1980s and 1990s, however, it had become more business-centric. Ever since then, it
has become increasingly industry-centric (Currie & Seltsikas 2001; Cusumano 2010).

The term IS/IT outsourcing emerged in the 1960s along with the vision of computing
as a utility, which started with the idea of time sharing, or the service bureau. At that
time, IBM and the other major IT companies developed huge mainframes that most
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businesses could not afford to build for themselves; thus, client organizations could
access these mainframes using computer terminals (Lee et al. 2003). The role of third
party suppliers came under the heading of facilities management, “where the vendor
assumed operational control over the customer’s technology assets, typically a data
center” (Hirschheim et al. 2007, p.5). However, in 1963, an outsourcing contract was
created between Blue Cross of Pennsylvania and EDS, which extended the supplier’s
responsibility to data centers and IS personnel (Dibbern et al. 2004).

From those early developments, IS/IT outsourcing adoption witnessed a tremendous
growth, with major outsourcing contract arrangements being recorded in detail in the
IS literature (Dibbern et al. 2004; Loh & Venkatraman 1992b). At that time,
mainframes were having standard software packages already installed, such as
operating systems and utility programs (Lee et al. 2003). These standard software
packages did not meet the specific need of client organizations and customized
software was expensive to develop in-house (Amant 2009). Thus, in the 1970s, the
scope of IS/IT outsourcing extended to include outsourced software development, with
the notion of contract of programming (Loh 2005; Amant 2009). This type of IS/IT
outsourcing is considered as a one-to-one arrangement, where the service provider
serves the unique needs of each client (Tebboune 2003).

In the 1980s, with the rise of low-cost minicomputers and PCs, many client
organizations could financially afford to maintain in-house computing capabilities;
thus, they decided to bring their outsourced services back in-house to gain more
control over their IT assets (Amant 2009; Lee et al. 2003). In the IS literature, this was
interpreted as backsourcing (Hirschheim et al. 2007). Thus, during the 1980s, the
economically driven IS/IT outsourcing syndrome vanished. In 1989, it was revived
once again when Eastman Kodak signed a 10-year large-scale contract with IBM
($500 million) to outsource four data centers and 300 IT personnel to IBM (Loh &
Venkatraman 1992b). Known as the Kodak effect, it caused other organizations to once
again jump on the bandwagon of IS/IT outsourcing, this time with a strategic focus to
maintaining business success (Loh & Venkatraman 1992b; Lacity & Hirschheim 1993;
Dibbern et al. 2004). Thus, the motivation for the revival of IS/IT outsourcing at this
time was the desire to become a leaner organization and to avoid the hassle of
upgrading applications internally (Amant 2009).
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The type of IS/IT outsourcing adopted by Kodak is known as total outsourcing in
which “the vendor is in total charge of a significant piece of IS work” (Lacity &
Hirschheim 1993, p.2), In some cases, this proved to be a poor strategy, leading to an
increase in IT costs, because of poorly defined contracts (Lacity et al. 1996). Until the
late 1980s, IS/IT outsourcing adoption patterns were domestic, sole-sourcing (i.e., a
one-to-one relationship), and total outsourcing, “where one vendor provides all IT
services to its client” (Hirschheim et al. 2007, p.5). However, in the 1990s, more
complex IS/IT outsourcing arrangements emerged, including one-to-many, where one
client organization signs an outsourcing contract with many IT vendors, and many-to-
many, where many client organizations and many IT vendors sign one outsourcing
contract (Gallivan & Oh 1999). In the 1990s, three adoption patterns of IS/IT
outsourcing were prevalent. First, selective outsourcing, which was defined by Lacity
et al. (1996) as a short-term contract of less than five years for a specific activity; it
was argued to be the best practice at these times, because it could meet the needs of
client organizations at minimum risk, in contrast with total outsourcing (Lacity &
Willcocks 1998). Selective outsourcing emerged as an early form of offshore
outsourcing (Amant 2009). Second, offshore outsourcing emerged as a result of the
globalization and global competition, particularly during the dot.com era and as a
result of concerns about the Y2K bug (Hirschheim et al. 2007; Amant 2009). In
offshore outsourcing, the responsibility for managing and delivering IT services is
transferred to a vendor located in a different country to that of the client organization,
such as India, where labor is available at a low cost (Hirschheim et al. 2007,
Sabherwal 1999). Third, co-sourcing involves the establishment of a partnership, or
alliance between the client organization and the vendor. It is based on the mutual
exchange of benefits and risks (Lee et al. 2003; Hirschheim et al. 2007). Co-sourcing
iIs known to be a many-to-one alliance, where many client organizations contract IT
services from one vendor (Gallivan & Oh 1999).

Significant technological advancements (e.g., Internet speed and security, VPNSs) have
meant that another form of IS/IT outsourcing became attractive in the late 1990s,
known as application service provision or ASP (Schwarz et al. 2009; Susarla et al.
2003). ASPIC* (now known as CompTIA) has defined an ASP provider as an entity
that, “manages and delivers application capabilities to multiple entities from a data

' The Application Service Provider Industry Consortium (ASP Industry Consortium) is the global advocacy group promoting
the application service provider industry by sponsoring research and articulating the strategic and measurable benefits of this
delivery model. The ASP Industry Consortium was formed in May 1999. In 2001, the ASPIC merged into CompTIA and
continues its mission within that organization.

('source: http://www.internetnews.com/asp-news/article.php/930561/ASP+Trade+Group+Joins+CompTIA.htm )
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center across a wide area network (WAN) ” (Susarla et al. 2003). ASP emerged as a
first wave of Internet-based applications (Koutsoukis & Mitra 2003), where
applications are hosted on and managed by an ASP provider’s data center. The
applications are made accessible remotely for client organizations through the Internet
or VPN on a subscription basis (Schwarz et al. 2009). ASP represented a shift in IS/IT
sourcing arrangements from owning, buying, and selling, to renting IT resources that
are delivered over the Internet (Kern, Willcocks, et al. 2002). ASP is particularly
attractive for businesses because of the low costs involved, the fast time to market, and
easy access to IT expertise (Susarla et al. 2003; Lee et al. 2003). ASP is considered as
an innovation and has gained a significant popularity from SMEs upon its rise as they
are literally lacking in-house financial and technical competencies (Currie 2004).

ASP market witnessed two waves (Currie & Parikh 2006; Seltsikas & Currie 2002;
Desai et al. 2003). The first wave was made up of start-up ASP providers, which used
traditional IT infrastructure, but delivered application services through the Internet.
However, start-up ASPs lacked the financial resources to upgrade the infrastructure to
keep pace with new technologies such as web services, and, by 2001, it was no longer
in the market. As per ASPIC’s definition and according to Kern et al. (2002), this first
wave of ASP resembled a many-to-one outsourcing arrangement. The second wave
was made up of web services providers, who delivered applications known as SaaS
through a web services-based SOA. Thus, they were able to offer agility and flexibility
for client organizations to adapt to ever changing market demands. This second wave
of ASP providers offered a variety of application services specific to industry (e.g.,
healthcare), business functions (e.g., marketing), enterprise processes (e.g., ERP), and
pure-play (e.g., e-mail) (Schwarz et al. 2009). ASP allowed client organizations to
access IT resources and expertise (e.g., license upgrading) that they could not afford to
own themselves; hence, it offered client organizations business, technical, and
economic benefits, as well as risks (Kern, Kreijger, et al. 2002).

Client organizations soon shifted from just needing to access stand-alone independent
software vendors’ software to a stack of IT services ranging from customization,
training and delivery to integration. Thus, ASP providers started to rely on a variety of
value-chain providers (Kern, Willcocks, et al. 2002; Kern, Kreijger, et al. 2002).
Hence, the term netsourcing emerged in 2002, resembling a many-to-many
outsourcing arrangement in terms of the various risks entailed. These included the
subcontracting of a set of underpinning IT services by one supplier to another;
however, such risks can be mitigated (Kern, Willcocks, et al. 2002). Netsourcing
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appeared in a well-cited book, “Netsourcing: Renting Business Applications and
Services Over a Network”, by Kern et al. (2002), who defined netsourcing as “the
practice of renting or “paying as you use” access to centrally managed business
applications, made available to multiple users from a shared facility over the Internet
or other networks via browser-enabled devices”’. The authors viewed netsourcing as a
service stack model from a layered infrastructure perspective (i.e., network services,
hosting, application operations, and application access, respectively). Netsourcing
implies that client organizations may adopt any, or all, of the stack (Kern, Lacity, et al.
2002).

In 2008, the term cloud computing (CC) came into being, with claims that it is a dream
come true for those who believe in the notion of “computing as a utility” (M. Armbrust
et al., 2009). There was some debate among executives as to whether CC is a different
model of IS/IT outsourcing or a different term altogether (Armbrust et al. 2009, p.3):
“The interesting thing about Cloud Computing is that we’ve redefined Cloud
Computing to include everything that we already do. . . . I don’t understand what we
would do differently in the light of Cloud Computing other than change the wording of
some of our ads.”

Oracle’s CEO 2008

CC represented not only a change in the way that business is done and IT resources are
maintained more efficiently (Venters & Whitley 2012), it also changed the way the IT
industry works, because “nothing in IT lasts forever, and that technological evolution
and economic factors can rapidly alter the trajectory of the industry.” (Campbell-
Kelly 2009, p.30). As CC is a descendent model of IS/IT outsourcing, it is worth
reviewing selectively the key areas related to the adoption of I1S/IT outsourcing in the
IS literature that will be discussed in the next section.

2.2 IS/IT Outsourcing Adoption Research

“The other part of outsourcing is this: it simply says where work can be done
outside better than it can be done inside, we should do it.” - Alphonso Jackson

Market demands are increasingly changing as IT advancements continue to emerge.
Thus, organizations strive to become more agile in responding to market dynamics.
They have to make challenging decisions in order to leverage the benefits of adopting
IS/IT outsourcing practices (Dibbern et al. 2004). IS research into IS/IT outsourcing
has focused on: (1) understanding and explaining IS/IT outsourcing decisions and their
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impact on organizations, and (2) managing the relationship between the client and the
vendor (Rivard & Aubert 2008; Hirschheim et al. 2007; Gonzalez et al. 2006).

Client organizations have drawn on several common arguments when deciding
whether or not to adopt IS/IT outsourcing practices; in particular, they needed to focus
on their core competencies and the reduction of IT costs (Hirschheim et al. 2007).
Viewing IT as a cost rather than as a strategic niche has been interpreted in the
literature as a “lack of understanding of IT value” (Lacity et al. 1994). Thereafter,
several factors have appeared to influence IS/IT outsourcing decisions; these have
included why (e.g., to reduce costs), what (e.g., selected non-core IS functions), which
(e.g., offshoring or domestic outsourcer), and how (formal relationship management),
and outcomes (e.g., met expectations, satisfaction, and performance quality) (Dibbern
et al. 2004; Lacity et al. 2010). These factors are related to changes in the external
business environment, and a client organization’s internal environment, as well as the
relationship between the two (Levina & Ross 2003; Loh & Venkatraman 1992b;
Grover et al. 1996; Smith & Kumar 2004; Currie & Seltsikas 2001). Lacity et al.
(2009) and Lacity et al. (2010) examined IS literature on various aspects of IS/IT
outsourcing. They offered strong evidence that the likelihood of outsourcing IS/IT
functions is determined by the case that a client organization is facing financial
troubles. However, the lack of internal IT expertise may also determine the likelihood
of outsourcing IS/IT functions (Jayatilaka et al. 2003; Lacity et al. 2010). Furthermore,
the criticality and the level of customization or standardization of business processes
are reported to determine the likelihood of outsourcing IS/IT functions (Huyskens &
Loebbecke 2006). Additionally, the literature reported that firm size determines the
likelihood of outsourcing IS/IT functions; however, the evidence is not clear, with
some studies showing cases in which both large firms and small firms are likely to
outsource IS/IT functions (Lacity et al. 2009).

Factors involved in making IS/IT outsourcing decisions include cost reduction and
focus on core competencies, both of which are strong drivers of an organization’s
strategic intents to outsource IS/IT functions. This is in line with the findings of
Hirschheim et al. (2007). Then, it is relatively clear that the desire to gain access to
expertise and improve business processes drive the decision to outsource IS/IT
functions. Furthermore, announcements of major IS/IT outsourcing decisions (e.g.,
Kodak (Loh & Venkatraman 1992b)) and competition (e.g., (Chen & Wu 2012)) have
a strong influence on the intention to imitate the same decisions (Lacity et al. 2010).
However, a study on IS/IT outsourcing from 1985 to 1995 found no effect of Kodak’s
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decision; rather, external media, vendor pressure, and internal communication on a
personal level between managers in the companies had a significant influence on the
decision to adopt IS/IT outsourcing (Hu et al. 1997).

Types of IS/IT outsourcing, whether selective or total, share common risks, such as the
11 client-centric risks identified by Earl (1996). These risks are: the possibility of
weak management, inexperienced staff, business uncertainty, outdated technology
skills, endemic uncertainty, hidden costs, lack of organizational learning, loss of
innovative capacity, dangers of an eternal triangle, technology indivisibility, and fuzzy
focus. Each type of IS/IT outsourcing risk (e.g., lack of prior outsourcing experience
or poorly structured contracts) has its own mitigation strategies (Willcocks et al.
1999). Likewise, each IS/IT outsourcing type, including ASP, has its owns risks and
mitigation strategies (Kern, Willcocks, et al. 2002). Contract design and standards are
two ways to mitigate certain risks such as vendor opportunism (i.e., the vendor
changes the contract or the vendor’s staff misuse the client’s data) and interoperability
across vendors’ products (i.e., vendor lock-in), which introduces unfavorable
switching costs (Whitten & Wakefield 2006). Hence, data security and the risks
associated with the loss of control have significantly influenced IS/IT outsourcing
decisions (Lacity et al. 2010).

Further risks related to IS/IT outsourcing are technology development risks (Clemons
& Chen 2011), which can be categorized into: (1) functionality risks, such as the
extent to which it is difficult to integrate new applications with legacy systems, (2)
political risks, such as staff resistance, because they feel their jobs are threatened by
the IS/IT outsourcing arrangement, (3) technical risks, such as the case when the
project exceeds the skills of existing IT staff, or the available hardware and software
capabilities, and (4) financial risks, such as when the IS/IT outsourcing project fails to
deliver the expected benefits.

The success of IS/IT outsourcing is determined by outsourcing decisions and the
governance of the relationship between the client and the provider. The degree of
outsourcing decisions determines the success of IS/IT outsourcing; hence, selective
outsourcing decisions are likely to guarantee success. Furthermore, the role of top
management’s support for an IS/IT outsourcing decision increases the chance of
success. Evaluating the supplier is a further determinant for IS/IT outsourcing success.
This involves comparing prices and evaluating the vendor’s credibility, financial
viability, risks, and experience (Jayatilaka et al. 2003; Kern, Willcocks, et al. 2002).
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The governance of the relationship between the client and the vendor can be either
contractual or relational. Contractual governance includes contract details, type,
duration, and size. A high degree of detail in a contract in terms of service levels,
prices, warranties, and penalties indicates a good contractual governance practice that
leads to successful IS/IT outsourcing. Type of contract (e.g., fixed fee-for-service) is
also considered a success factor in IS/IT outsourcing. Lacity and Willcocks (1998)
found that the following types of contracts are attractive to clients: flexibly-priced
contracts, performance-based contracts, and partnership contracts that are based on
shared risks and rewards. Furthermore, the flexibility of contracts in terms of enabling
the client to switch from one vendor to another is deemed to be favorable (Benaroch et
al. 2010). Contract duration (e.g., long-term or short-term) and size (in dollars) also
contribute to IS/IT outsourcing success. Short-term contracts are deemed to be more
successful than long-term contracts (Lacity et al. 1996). Large contracts indicate that
vendors are willing to provide a high quality service, which can lead to a successful
IS/IT outsourcing arrangement. Furthermore, contract misalignment with the client
organization’s needs is deemed to negatively impact on the survival of the vendor;
thus, contracts should be well-structured to minimize agency costs (Susarla & Barua
2011).

Once an organization has entered into an IS/IT outsourcing arrangement, managing its
relationship with the vendor becomes crucial; thus, the literature has asserted the
importance of the outsourcing relationship and its evolution over time (Kern &
Willcocks 2000). This relationship has to be focused on achieving the client’s
objectives and the performance of the vendor towards achieving these objectives (Kern
& Willcocks 2000). Relational governance is one way of maintaining this relationship,
through the management of trust, norms, open communication, information sharing,
mutual dependency, service quality, and cooperation (Sabherwal 1999; Grover et al.
1996; Lee & Kim 1999; Mathew & Chen 2013; Benlian et al. 2011). Contractual
governance and relational governance complement each other in terms of a well-
structured SLA that leverages relational governance. At the same time, a change in the
SLA’s characteristics has been shown to negatively influence trust (Goo et al. 2009).
Furthermore, a client’s prior experience and expectations of vendor performance
resulting from similar IS/IT outsourcing practices are also important for maintaining
an IS/IT outsourcing arrangement (Susarla et al. 2003).

Lacity et al. (2010) extensively reviewed the literature on IS/IT outsourcing research
and explored more areas related to IS/IT outsourcing decisions and outcomes than

33



those given above. Thus, the authors suggested the need for further research endeavors
towards exploring more IS/IT outsourcing-related areas such as strategic motivations
and emerging models such as CC.

2.3 Cloud Computing As An Emerging IS/IT Outsourcing Model

“If you think you’ve seen this movie before, you are right. Cloud computing is based
on the time-sharing model we leveraged years ago before we could afford our own
computers. The idea is to share computing power among many companies and people,
thereby reducing the cost of that computing power to those who leverage it. The value
of time share and the core value of cloud computing are pretty much the same, only
the resources these days are much better and more cost effective. Moreover, you can
mix and match them to form solutions, which were not possible with the traditional
time-sharing model.”

- David Linthicum (2010, p.8)

The definition of the CC model put forward by NIST is widely used. According to
NIST, CC is “a model for enabling ubiquitous, convenient, on-demand network access
to a shared pool of configurable computing resources (e.g., networks, servers, storage,
applications, and services) that can be rapidly provisioned and released with minimal
management effort or service provider interaction” (Mell & Grance 2011, p.2). By
definition, CC offers the capability of a flexible IT infrastructure that aligns IT with
business needs (Duncan 1995). NIST has further described the five characteristics of
CC model: (1) on-demand self-service: where the client organization can automatically
self-provision computing capabilities as needed without human interaction with the
CSP; (2) broad network access: where computing capabilities are made accessible over
the network by heterogeneous client platforms; (3) resource pooling: where the CSP’s
physical and virtual computing resources (i.e., storage, processing, memory, and
network bandwidth) are pooled and utilized by multi-tenants, who can only know the
location of the datacenter, but not the location of the VM being utilized in the cloud
environment; (4) rapid elasticity: where computing capabilities can be scaled in and
out automatically whenever needed; and (5) measured service: where the cloud
systems automatically monitor, control, optimize, and report the usage of resources;
thus, providing transparency for CSPs and clients.

These five characteristics exist in three basic CC service models (Mell & Grance 2011,
Hogan et al. 2011): (1) SaaS model: where application capabilities are made accessible
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to clients through a web browser with limited configurations. (1) SaaS model: where
application capabilities are made accessible to clients through a web browser with
limited configurations. Clients do not have to manage and control the cloud
infrastructure; (2) PaaS model: where clients are provided with the capability to deploy
applications created by the client onto the CSP’s infrastructure. They can also use the
CSP’s programming libraries and tools to create and deploy applications with limited
configurations on the cloud deployment environment; and (3) laaS model: where
clients are provided with the capability to provision IT infrastructure resources (i.e.,
processing, storage, networks, and computing power) to deploy and run operating
systems and applications. With the laaS model, clients have limited control over
network components.

CC service models can be deployed on four types of cloud, depending on the
sensitivity of data and applications: private, public, community, and hybrid clouds
(Mell & Grance 2011). The only typical scenario for a public cloud is that the cloud
infrastructure is managed by, owned by, and located within the CSP. Private and
community clouds are often considered to be based on the same core idea: a private
cloud is provisioned by a single client organization (SOC), whilst community clouds
are private clouds provisioned by a community of client organizations (CCO) that
share common concerns. There are eight possible, but similar, scenarios for each of
these cloud types. Hybrid clouds are a mix of public cloud and internal private cloud
or legacy systems. Scenarios for hybrid clouds involve both SOC and CSP throughout.
Table 1 presents scenarios for the deployment of CC services, taken from a report by
CSA about critical areas of cloud security (CSA 2009).

Table 1: Scenarios for deploying CC services (adapted from CSA, 2009)

Infrastructure Infrastructure Infrastructure location
management ownership
SCO | CCO | CsP SCO | CCO | CsP Client’s on- Client’s off-
premise premise
Public X X X
Private X X X
X X X
X X X
X X X
X X X
X X X
X X X
X X X
Community X X X
X X X
X X X
X X X
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Infrastructure Infrastructure Infrastructure location
management ownership
SCO [ CCO | CSP |SCO |cCccCcOo |CsP Client’s on- Client’s off-
premise premise
X X X
X X X
X X X
X X X
Hybrid X X X X X X

CC models have changed the way that organizations handle data and IT resources
(Najjar & Kettinger 2013). In particular, they offer strategic capabilities (e.g.,
scalability, ubiquity, and mobility) to organizations that would not normally be
available in-house (lyer & Henderson 2010; Venters & Whitley 2012). These
capabilities bring benefits to organizations, such as innovation through increased
business focus, increased efficiency in work, and rapid response to dynamic market
demands (lyer & Henderson 2012). CC is argued to be a new emerging IS/IT
outsourcing model that shares the same principles, benefits, and risks as IS/IT
outsourcing (Schneider & Sunyaev 2014; Lacity et al. 2010). Nonetheless, CC has its
own characteristics in terms of shifting responsibilities, advanced governance
approaches, and the acquisition of on-demand self-service standard services that are
contracted on a short-term pay-per-use basis (Schneider & Sunyaev 2014). Although
CC models resemble the utility model for electricity, it would not be fair to
oversimplify the situation and consider CC services in the same way as electrons:

“If the utility model were adequate, the challenges to cloud computing could be solved
with electricity-like solutions—but they cannot. The reality is that cloud computing
cannot achieve the plug-and-play simplicity of electricity, at least, not as long as the
pace of innovation, both within cloud computing itself, and in the myriad applications
and business models it enables, continues at such a rapid pace.....Firms that simply
replace corporate resources with cloud computing, while changing nothing else, are
doomed to miss the full benefits of the new technology..... It is true that this inevitably
requires more creativity and skill from IT and business executives. In the end, this is

not something to be avoided. It should be welcomed and embraced.”
(Brynjolfsson et al. 2010, p.34)

Typically, CC represents a shift in the responsibilities of maintaining, upgrading, and
even securing I1S/IT from the client to the CSP. Such a shift poses risks (e.g., breaching
data confidentiality, integrity, and availability); indeed, benefits can even turn into
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risks (Venters & Whitley 2012; Marston et al. 2011; Neumann 2014; Ryan 2011).
Hence, at some point in time, the criticality of data and applications will dictate
whether or not they are maintained in-house, because they require more security
audits, fault-tolerant network performance, and/or are high-volume generating
transaction systems (Brynjolfsson et al. 2010). Thus, it is a matter of being selective
when deciding to adopt CC services. The maturity of the internal enterprise IT
architecture must also be taken into consideration (Schneider & Sunyaev 2014;
Marston et al. 2011; Xin & Levina 2008).

On the whole, client organizations choose to adopt CC services so that they can focus
more on their core competencies and cost reduction (Garrison et al. 2012); likewise,
these are typical motivations for IS/IT outsourcing. However, there is a risk that client
organizations lose the ability to evaluate the CSPs and, in some situations, the matter
of responsibilities can become blurred (Venters & Whitley 2012). CC models share the
same risks as IS/IT outsourcing (as outlined in Section 2.2), including legislative risk
(Clemons & Chen 2011). Indeed, this risk is specific to CC models in that it is related
to storing data in geographically dispersed data centers, which can complicate and blur
the responsibilities for securing data (Seddon & Currie 2013; Neumann 2014; Ismail
2011). The legal issues may include conflict between local and international laws,
because some countries or regions have strict laws regarding data privacy, whilst
others have weak or non-existent laws (Marston et al. 2011; Ismail 2011).
Furthermore, global US-based CSPs may lose the trust of clients should the US
authorities accidentally seize their data under the Patriot Act (Venters & Whitley 2012;
Kshetri & Murugesan 2013; Kshetri 2013). For some clients, such as government
agencies (Paquette et al. 2010), more security restrictions are demanded (Desai 2013);
for example, global CSPs may need to comply with the Safe Harbor agreement
(Seddon & Currie 2013; Ismail 2011). Data protection laws vary from one country to
another; they may not fit a CC model. In this case, new laws may need to be fashioned
(Desai 2013).

Although the risk of vendor lock-in is still applicable to CC models, it is only likely to
happen with SaaS and PaaS service models, and not with the 1aaS model (Clemons &
Chen 2011; Armbrust et al. 2010). Interoperability among cloud-based software
providers is a further concern, because of a current lack of supporting standards
(Marston et al. 2011; Malladi & Krishnan 2012). Thus, it is necessary to speed up the
development of standards in order to make the movement of data and applications
between CSPs easier and cheaper (Kshetri 2013). To date, only major CSPs such as
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Google and Salesforce have maintained APIs that allow the integration of product
features from each other (Cusumano 2010; lyer & Henderson 2010); however, this is
not the case with all CSPs, making the selection of CSPs even harder (Mcgeogh &
Donnellan 2013). Vendor lock-in risk affects the availability of data, either when
switching from one CSP to another or when sharing data with business partners who
use CC services offered by different CSPs (Seddon & Currie 2013). Such a risk may
have to be accepted and dealt with in a trade-off sense (Creeger 2008); “Depending on
the application, its engineering, and its intended use, cloud offerings will not be
interchangeable across cloud providers.” (Brynjolfsson et al. 2010, p.34).

Furthermore, when CSPs subcontract part of their services to third party providers, this
raises additional security and legal concerns to those found in traditional IS/IT
outsourcing scenarios (Jansen 2011; Heiser & Nicolett 2008). This gave rise to a new
governance approach called participatory governance, which is defined as “the
distribution of decision rights across multiple internal and external participants”
(Andriole 2015, p.54). Internal participants include corporate leaders, business
functions, and business units. External participants are hardware and software
providers, business partners and suppliers, and any other external parties, including
regulatory bodies or standards associations in some cases (Alshamaila &
Papagiannidis 2013; Andriole 2015; Kshetri 2013). This form of governance has
emerged alongside CC models; indeed, it did not exist in prior IS/IT outsourcing
models. It is supported by certifications to ensure that CC services fulfill pre-set
criteria by the client organization to mitigate risks and uncertainties (Lansing et al.
2013).

The notion of on-demand self-service standard services and shared environment gives
rise to both benefits and risks. The on-demand self-service characteristics of CC model
are offered through elasticity; indeed, it is considered to be “the true golden nugget of
CC and what makes the entire concept extraordinarily evolutionary, if not
revolutionary” (Owens 2010, p.46). Elasticity is achieved through the virtualization of
IT resources, which enables client organizations to access computing resources in the
form of VMs at any time, as needed, instead of buying hardware and waiting for its
configuration. Thus, the benefits include cost savings and efficiency (Kotsovinos
2011). However, virtualization is not enough to fully describe the CC model; it also
has to use a high degree of automation to acquire the shared IT resources in the CC
environment (Durkee 2010).
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Despite the benefits brought by virtualization, the CC environment is vulnerable
because it is ‘shared’. The hypervisor, which is the component responsible for creating
and managing the VMs, can be compromised, leading to unauthorized access to other
clients’ VMs who share the same CC environment that is managed by the same
hypervisor (Owens 2010; Cusumano 2010). This vulnerability poses a challenge to
CSPs as they have to carefully segregate the VMs, define a set of fine-grained access
controls over the entire virtual environment (i.e., who can access what and when), and
provide transparent audit trails for legal compliance (Owens 2010). On the other hand,
it is argued that CSPs have the technical expertise and capabilities to improve their CC
security solutions; hence, virtualization becomes a solution to CC security problems
instead of being part of them (Anthes 2010).

The ‘shared environment” aspect of the CC model may leave it vulnerable, but at the
same time, it is considered to be highly innovative (Su et al. 2009; Owens 2010). A
shared environment of standard services can offer cost savings, flexibility, and agility;
however, it does give rise to some complexity and limited customizability issues (Su et
al. 2009). Furthermore, the shared IT environment of CC can pose performance issues
if one of the tenants disrupts the service for others tenants who share the same IT
resource. Such an incident is called DoS attack (Armbrust et al. 2010; Cusumano
2010). Existing literature has reported that previous IS/IT outsourcing models offered
more customization than CC services because CC services are more standardized and
shared so as to serve multiple clients (Schneider & Sunyaev 2014). It should be noted
that public CC services are typically standardized, unlike those implemented privately
by the client organization (Leavitt 2013).

However, each CC deployment model serves a particular situation. Private clouds are
implemented internally; they are secure, customizable, and available without Internet
connection. Thus, private clouds eliminate dependency on an external CSP (Leavitt
2013). Public CC services are appropriate for dynamic usage patterns and peak
workloads. They avoid having to finance expensive hardware and software (Leavitt
2013). Hybrid CC services “combine the public cloud’s cost savings and elasticity—
enabling the on-demand acquisition and release of resources based on temporary needs
without having to acquire additional infrastructure— with a private cloud’s security,
control, and customization.” (Leavitt 2013, p.15). CC models still pose network
latency issues (Armbrust et al. 2010); however, research efforts are in progress to
optimize such a drawback (Nedbal et al. 2014).
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The short-term pay-per-use feature of public CC services in particular makes them
attractive to client organizations, because they do not need make large upfront
investments into dedicated hardware and software (Durkee 2010). They only pay for
the IT resources they use, which are offered by the CSP to allow them to cope with
peak times. Problems may arise, however, including the occurrence of unpredicted
costs as a result of increased use. Elasticity problems, such as scaling out, may also
occur (Borgman et al. 2013; Schneider & Sunyaev 2014; Venters & Whitley 2012).
Choosing a CSP based on the lowest price-per-use may also be at the expense of
desired quality performance. In the sphere of ‘perfect competition’, some CSPs try to
offer lower price CC services than those are offered by well-established CSPs. To
offer such discounts, it may be necessary to cut corners on their infrastructure (Durkee
2010). Thus, unpredictable performance issues are likely to occur.

The SLA is one good tool for dealing with performance issues, although it is claimed
itself to have issues: “In the cloud market space, meaningful SLAs are few and far
between, and even when a vendor does have one, most of the time it is toothless”
(Durkee 2010, p.65). SLAs for public CC services are weak in terms of availability,
performance measures and guarantees; small penalties may also be applied (Lango
2014). To benefit from CC services, SLAs have to be negotiated with acceptable
service levels in mind. Clients must also ensure clarity to avoid the risk of vendor
opportunism. On the other hand, CSPs have to be transparent, and provide measures of
the CC service’s performance, security controls, and the true cost of using that service
(Durkee 2010; Lango 2014). Transparency builds a client’s trust in the expected
performance of the service and the CSP (Garrison et al. 2012; Durkee 2010).

Trust as a relational capability is considered a ‘strong’ success factor for CC adoption,
in addition to managerial and technical capabilities (Garrison et al. 2012). Trust results
from the client organization’s belief that the CSP has enough expertise and capabilities
to offer the CC services as expected. Managerial capabilities relate to the role of the
client organization’s IT managers in facilitating the adoption of CC services (e.g.,
integrating CC services with legacy systems). Particularly important are their
orchestration skills and experience. Technical capabilities imply the ability to respond
quickly to ever-changing market demands by utilizing flexible and scalable CC
services. However, to fully realize the benefits of adopting CC services, practice-based
IS literature has suggested that client organizations should: (1) educate stakeholders
about security in the cloud, (2) launch adoption gradually, giving proof of the concept
of CC services, (3) match CC services to current business needs, (4) find the right CSP
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by asking for referrals, by evaluating CSPs already known personally, and by
renewing existing CSPs, (5) have an informal relationship with CSPs in addition to the
formal relationship, and finally (6) acquire any skills needed by hiring CIOs with CC
experience and IT professionals with CC orchestration skills (Lacity & Reynolds
2014). Furthermore, any organization considering CC adoption should consider
assessing their current capabilities, together with any potential costs. Also key to a
successful CC adoption strategy are: experimenting with CC services, having an SOA
way of organizing information as services, clearly identifying access controls, and
assuring compliance with regulations and corporate policies (lyer & Henderson 2012;
lyer & Henderson 2010; Loebbecke et al. 2012).

The adoption of CC services is influenced by several internal, external, and
technological factors (Morgan & Conboy 2013); these factors, to some extent, are also
applicable to IS/IT outsourcing (Schneider & Sunyaev 2014). Empirically, these
factors are reported in the literature as either positive influences, negative influences,
or desires (Schneider & Sunyaev 2014; Venters & Whitley 2012). Examples of
technological factors include the perceived complexity of legacy systems and security
in terms of losing control and availability. Perceived complexity, security, and
availability are reported to have a negative influence on the adoption of IS/IT
outsourcing in general and CC in particular (Lacity et al. 2010; Schneider & Sunyaev
2014). An example of an internal factor is top management support. Top management
support is reported to have a positive influence on the adoption of IS/IT outsourcing
and CC (Schneider & Sunyaev 2014; Lacity et al. 2010). An example of an
environmental factor is market maturity in terms of legal, technological, and vendor
maturity. The IS/IT outsourcing market is reported to be more mature than the CC
market; however, market maturity is likely to have a positive influence on the adoption
of both IS/IT outsourcing and CC (Schneider & Sunyaev 2014). In the next Section, |
present CC adoption factors that have been identified in a systematic review of
existing literature. In addition, | introduce the method used to conduct this literature
review. Finally, | discuss the key findings and implications that have motivated me to
take certain theoretical, methodological, and empirical research directions.

2.4 A Systematic Literature Review on Cloud Computing Adoption
Research

Regarding CC in particular, | conducted a systematic review of existing literature (cf.
Paper2) to identify the factors that influence the adoption of CC services in
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organizations, as well as the areas that have been researched with regard to the
adoption processes (EI-Gazzar 2014). Reviewing the literature is an essential process
that facilitates the identification of areas in which more research is needed (Webster &
Watson 2002). This review process followed fundamental guidelines for conducting an
effective literature review (Webster & Watson 2002; vom Brocke et al. 2009; Levy &
Ellis 2006), and was carried out within certain boundaries (Webster & Watson 2002).
The contextual boundary was the enterprise users; there are significant issues that need
to be addressed before they can use CC services (Marston et al. 2011; Dubey & Wagle
2007). The temporal boundary of this review covers the published articles in all years
before February 2014. The literature search process of this review involved querying
seven quality scholarly literature databases (AlSeL, IEEE Xplore, ScienceDirect,
EBSCOhost, ProQuest, Wiley online library, and ACM digital library). These
databases allowed me to access leading IS journals and high-quality peer-reviewed IS
conference publications (Levy & Ellis 2006). Furthermore, online databases are
appropriate and practical sources for reviewing the literature about a contemporary
phenomenon such as CC (Yang & Tate 2012). The search criterion was limited to
paper titles in order to ensure their relevance. The terms used for searching all seven
databases were CC in combination with adopt* and other related terms, such as
accept* and diffuse*. This initially resulted in 94 papers.

The practical screening process involved reading the abstract of these papers to decide
whether or not they were relevant to this review (vom Brocke et al. 2009; Okoli &
Schabram 2010). Furthermore, the filtering criteria involved the exclusion of recurring
papers, research-in-progress papers, non-English language papers, those with a focus
on individuals, and periodical articles published by news websites, trade journals, and
magazines. These exclusion criteria delimit the sample of papers so that the literature
review is practically manageable (Okoli & Schabram 2010). This screening process
resulted in 51 papers for the classification.

The reviewed papers were classified according to the research methods used in them to
determine the extent of CC adoption research (Orlikowski & Baroudi 1991; Galliers &
Land 1987; Gonzalez & Dahanayake 2007). The research methods used in the
reviewed papers included laboratory experiments, field studies, the Delphi study,
interviews, literature reviews, case studies, and surveys. Some papers did not have a
methodology section and they reflect on some concepts in relation to CC (e.g., cost,
security, performance, etc.) or they adopt theories without empirical testing. | labeled
these papers as “conceptual papers”. Classification of the 51 articles involved using a
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bottom-up grounded theory (GT) approach (Glaser & Strauss 1967). The GT approach
is said to be valuable for conducting a rigorous literature review (Wolfswinkel et al.
2011), “instead of force-fitting the data to an a priori theory” (Rich 2012, p.3). The 51
reviewed papers were classified according to a GT approach to “reach a thorough and
theoretically relevant analysis of a topic” as suggested by Wolfswinkel et al. (2011,
p.1). The classification process resulted in 30 labeled concepts from open coding.
Axial coding resulted in grouping the 30 concepts into eight corresponding categories
(i.e.,, internal, external, evaluation, proof of concept, adoption decision,
implementation and integration, IT governance, and confirmation). Finally, selective
coding was applied to integrate and refine the eight main categories and to develop
relationships between them (Wolfswinkel et al. 2011). This resulted in two abstract
categories: cloud adoption factors (i.e., internal and external) and cloud adoption
processes (i.e., evaluation, proof of concept, adoption decision, implementation and
integration, IT governance, and confirmation). These are shown in Figure 4, together
with the distribution of studies among the factors. Three factors were predominantly
recurring in the reviewed papers: government regulations as an external factor, top
management influence as an internal factor, and perceived risks and benefits as an
adoption processes-related factor. Based on my review’s findings, | discuss these three
factors in the paragraphs that follow.

Government regulations are found to ensure secure adoption of CC; however, the
inconsistency or lack of regulations across countries is likely to be an obstacle for
adopting CC services. Furthermore, regulations such as the Sarbanes-Oxley Act (SOX)
for corporate accounting data, the Gramm-Leach-Bliley Act (GLBA), and the Health
Insurance Portability and Accountability Act (HIPAA) were enacted before CC was
becoming increasingly adopted; thus, they might not be sufficient to facilitate its
adoption (Kim et al. 2009; Kushida et al. 2011). However, some countries started to
enact laws specific to CC, such as the cloud first policy and the Health Information
Technology for Economic and Clinical Health (HITECH) Act in the USA and the
cloud computing strategy introduced by the Australian government (Bhat 2013;
Kushida et al. 2011). The inconsistency of international government regulations is a
further concern, because there is no widely agreed data privacy policy among all
governments (Kushida et al. 2011).

Some countries restrict enterprises to only storing their data in a CC infrastructure
within their national borders (Jensen et al. 2011). For instance, the EU’s privacy laws

prohibit the exchange of personal information outside the users’ jurisdiction (Mcgeogh
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& Donnellan 2013). This is because CSPs that operate outside of their home country
must comply with the host country’s regulations and government surveillance, a ruling
that some enterprises may find it difficult to comply with (Bhat 2013; Abokhodair et
al. 2012). An example of the multi-jurisdictional politics that can have a negative
impact on CC adoption is the USA Patriot Act, which makes countries, especially
those within the EU, skeptical about dealing with US-based CSPs (Avram 2014;
Kushida et al. 2011). However, some CSPs have solved this issue by allowing
enterprises to deploy their IT resources on physical servers located within the EU
region (Avram 2014). Thus, in the developed world, although government regulations
are in place, they often conflict with each other. In the developing world, they are not
adequately placed at all (Bhat 2013; Kushida et al. 2011).

Cloud Computing Adoption Factors

- Government regulations (20) P - Willingness to invest (11)
- IT industry standards institutes (6) External Internal - Top management (18)

- Cloud providers (15) Factors Factors - Firmsize (9)

- Business partners (11) - Employees' IT skills (8)

- Competitors (10) - Prior experience (6)

- Cloud service brokers (1) - Organizational culture (5)

Cloud Computing Adoption Processes

Evaluation Proof of Concept Adoption Decision [mplemcnta'llon & Confirmation
Integration

- Costs and benefits (10) - Trialability (4) - Business needs identification (4) - Complexity (10) - Usage continuance (2)
- Impact on people and work - Perceived benefits and risks (30) - Criticality determination (3) - Compatibility (9)
- Strategic value determination (3) )

practices (7)
- Internal readiness (7)
- Cloud provider selection (6)

- Implementation planning (2) IT Governance
- Service model selection (2)
- Deployment model selection (2) - Audibility and Traceability (6)
- Contract and SLA negotiation (4) - Risk management (5)

Figure 3: Cloud computing adoption factors and processes (Paper2)

A cornerstone to the adoption of CC is the IT knowledge, competence, and capability
that top management contributes to creating a suitable organizational climate. Such a
climate must offer an adequate budget, sufficient human and IT resources, and enough
time (Bharadwaj & Lal 2012; Borgman et al. 2013; Alshamaila & Papagiannidis 2013;
Lian et al. 2014). This involves: (1) understanding CC and its architecture, service
models, and strategic values (Nasir & Niazi 2011; Luoma & Nyberg 2011; Espadanal
& Oliveira 2012; Rawal 2011; Rath et al. 2012; Misra & Mondal 2011); (2)
identifying an enterprise’s business needs and aligning IT decisions with business
strategies (Mcgeogh & Donnellan 2013; Subramanian 2012); (3) evaluating the
readiness of the existing IT infrastructure, IT knowledge, and human resource skills,
available resources, and culture (Rath et al. 2012; Luoma & Nyberg 2011; Borgman et
al. 2013; Espadanal & Oliveira 2012); and (4) steering towards CC adoption (e.g.,
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deciding on an adoption strategy, governance of integration and implementation, and
evaluation of CC services after use) with the guidance of external regulatory and
professional bodies (Morgan & Conboy 2013; Mcgeogh & Donnellan 2013).

There is a wide agreement on the significant influence of the perceived benefits and
risks related to the adoption of CC services (Alshamaila & Papagiannidis 2013; lyer et
al. 2013). This viewpoint is consistent with the findings of a survey that found the
management’s perceptions of security, cost-effectiveness, and IT compliance to have a
significant impact on the decision to adopt CC (Opala & Rahman 2013). These
benefits include cost savings, agility, flexibility, ease of use, scalability, the ease of
collaboration between business partners, less operational effort on the part of CIOs,
and increased productivity (Borgman et al. 2013; Malladi & Krishnan 2012;
Bharadwaj & Lal 2012; Nkhoma et al. 2013; Lin & N.-C. Chen 2012; Subramanian
2012; Gupta et al. 2013). However, by proofing concept of CC services, enterprises
should be able to identify risks and benefits so that they can decide whether or not to
adopt CC. The identified risks in this review include (Onwudebelu & Chukuka 2012;
Jensen et al. 2011; Nkhoma et al. 2013; Lin & N.-C. Chen 2012; Nuseibeh 2011; lyer
et al. 2013; Avram 2014):

e Organizational risks, which cover the risk of vendor lock-in as well as the loss of
governance within the enterprise.

e Technical risks, which include data leakage, loss of data, downtime, data
bottlenecks, and cyber-attacks.

e Legal risks, which include data protection regulations and licensing issues.
¢ Nontechnical risks, which refer to the misuse of cloud services and natural disasters.

e Performance risks, which primarily result from the moving of huge amounts of data
to cloud servers. This movement can take a long time and, when moving further in
the adoption, it will require increasing bandwidth and connectivity, which is costly
(Morgan & Conboy 2013).

The above discussed empirical findings are one outcome from my systematic review.
Next, | discuss methodological and theoretical findings. In the 51 reviewed papers,
research methods were identified: Lab Experiment (LE) = one paper, Field Study (FS)
= two papers, Case Study (CS) = six papers, Delphi Study (DS) = two papers, Survey
(SUR) = 24 papers, Interviews (INT) = four papers, Conceptual Paper (CP) = 17
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papers, Literature Review (LR) = one paper. The methodological findings indicate that
fewer qualitative studies (e.g., case studies, interviews, and field studies) have
contributed to the understanding of CC adoption factors and processes compared with
quantitative studies (e.g., surveys). In some papers, multiple methods are used
(Cegielski et al. 2012; Shin et al. 2013; Borgman et al. 2013; Tjikongo & Uys 2013).
Furthermore, external adoption factors are extensively addressed by surveys and
conceptual papers, and less addressed by in-depth qualitative studies. This applies
similarly to internal factors. In general, adoption processes, such as evaluation,
adoption decision, implementation and integration, IT governance, and confirmation,
are not adequately addressed, except for the proof of concept process.

The review indicates the need to conduct multiple qualitative case studies in different
contexts (e.g., countries and industries) if we are to gain a better understanding of CC
adoption factors and processes. Hence, there is a need for interpretive case studies to
investigate each of the factors and processes found during this review (e.g.,
willingness, organizational culture, regulations, trustworthiness of CSPs, evaluation of
CC services, adoption decision, and implementation and integration processes). Such
in-depth studies are preferred, because of their implications for both practice and
academia (Walsham 1995).

When considering CC, enterprises must make a decisive choice between in-house and
on-demand approaches. In this regard, the Delphi method can help IT managers to
identify the most important issues and priorities that should be considered when
deciding to adopt CC solutions (Dalkey 1972; Okoli & Pawlowski 2004; Hsu &
Sandford 2007). The Delphi method was rarely used in the reviewed papers.
Furthermore, this review advocates the need for conducting longitudinal studies to
assess the impact of CC implementation on both the technical and managerial
capabilities of an enterprise (e.g., integration with existing IT infrastructure, planning,
risk management, and IT governance) as well as the impact of the confirmation
process on organizational innovation.

The theoretical findings from the 51 papers are organized according to the theory,
framework or model used. Some papers discuss related concepts (e.g., performance,
cost, security, or CSPs); thus, they are considered to use “general concepts”. Other
papers have taken a GT approach to understanding CC adoption, basing their models
on field data. Papers that tested theories empirically using field data are predominant,
although non-empirically tested theoretical contributions are also much in evidence.
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On the whole, general concepts were most frequently used to explain CC adoption
factors and processes. The technology-organization-environment (TOE) framework
was also more frequently used compared with other theories. Diffusion of innovation
(DOI) theory and the GT approach appear to be the next most frequently used
frameworks in the reviewed papers. Empirically tested theories/frameworks/models
are also dominant with 34 papers, whereas studies with no empirical testing were less
common: 17 papers. However, the number of studies that did not use empirical testing
is not negligible, which suggests that more field work is needed. Furthermore, the
majority of papers used a combination of multiple theoretical perspectives to gain
more insights into CC adoption factors and processes.

Hence, more theories need to be applied (e.g., institutional theory (Mignerat & Rivard
2009; Weerakkody et al. 2009)) if we are to gain a greater insight into CC adoption.
Institutional theory captures the notion of irrationality in decision making or, in other
words, a legitimacy-motivated decision-making. For example, an enterprise may or
may not adopt CC because of internal (e.g., cultural resistance and internal readiness)
or external pressures (e.g., competitors and business partners), rather than because of
increased efficiency and cost reduction. Moreover, institutional theory is helpful in
understanding how and why enterprises respond to external and internal pressures
(Oliver 1991; Deephouse & Suchman 2008). Consequently, this review raises several
interesting questions for IS researchers engaged in empirical investigation: for
example, what factors (i.e., internal and external) can affect the adoption of CC, and
how do enterprises form strategies to cope with these factors?

In the next chapter, | put forward the arguments for using a theoretical foundation as
an analytical lens for my research. In particular, | elaborate on the reasons for choosing
neo-institutional theory, its role in my research, its use in IS research in general, its
nature, and the concepts used in my study (i.e., Isomorphic pressures and strategic
responses). |1 go on to discuss the institutional influences that have appeared in IS
literature. These influences play a role in facilitating, constraining, or even hindering
the adoption of IS/IT outsourcing and CC.

2.5 Summary of the Chapter

In this chapter, | have provided an overview of the IS/IT outsourcing models that
emerged over time, finally becoming the CC model we know today. | discussed the IS
research stream with regard to the adoption of IS/IT outsourcing and the IS research
stream with regard to the adoption of CC. A comparison between IS/IT outsourcing
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and CC was also made. Finally, | discussed the key findings from my second paper
(Paper2), which provided a systematic review of the existing literature on CC adoption
and any research gaps (i.e., theoretical, methodological, and empirical).
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“Theory helps us to bear our ignorance of fact.”

— George Santayana
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3 Theoretical Foundation

In this chapter, | elaborate on the theoretical foundation for my research. In Section
3.1, I argue for choosing neo-institutional theory as an analytical lens for the data
collected and introduce the theoretical concepts used in my research. In Section 3.2, |
review existing IS research, including IS/IT outsourcing, with regard to the use of neo-
institutional theory. In Section 3.3, | review research stream in the area of CC in which
neo-institutional theory has been used. Finally, in Section 3.4, | offer a summary of the
chapter.

3.1. Neo-Institutional Theory

The choice and application of theories is an essential, if somewhat challenging,
process for the researcher: “If we talk of what is known and what is unknown, we may
be referring to the presence or absence of the data to corroborate our theories, or to
the inability of our theories to provide meaning to the curious phenomena we observe
and measure.” (Diebold et al. 2010, p.2). Furthermore, theory can be used at different
stages of the research, either as a guide for data collection or data analysis or, as is
sometimes the case, as a final product of the research (Walsham 1995). However, the
choice of theory is subject to the researcher’s experience, background, and interests
(Walsham 2006). My choice of neo-institutional theory for the analysis phase is based
on the feeling that it is “insightful ”; it inspires me to gain a better insight into my
field data, as advised by Walsham (2006, p.325). Neo-institutional theory belongs to
type IV theory in Gregor’s (2006) taxonomy, which is a theory used to explain and
predict (EP).

| have used neo-institutional theory to explain, because, “explanation is closely linked
to human understanding, as an explanation can be provided with the intent of inducing
a subjective state of understanding in an individual.” (Gregor 2006, p.617). In doing
so, | used the data-theory link on data extracted from the interviews to identify further
facts and gain a good insight into the factors that influence the adoption of CC. In
particular, I chose the concept of isomorphic pressures (DiMaggio & Powell 1983) and
strategic responses to these isomorphic pressures (Oliver 1991). Isomorphic pressures
helped me understand why organizations adopt similar practices, such as CC, whilst
the strategic responses helped me to better understand how organizations respond to
these pressures in order to maintain their legitimacy (DiMaggio & Powell 1983; Oliver
1991; Suchman 1995).
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Furthermore, neo-institutional theory demonstrates the notion of irrationality in
decision-making, which drives organizations to seek legitimacy more than efficiency
(Avgerou 2000; Orlikowski & Barley 2001; Mignerat & Rivard 2009). Legitimacy is
defined as the “congruence between the social values associated with or implied by
[organizational] activities and the norms of acceptable behavior in the larger social
system” (Dowling & Pfeffer 1975, p.122). Legitimacy is gained when organizations
are required to unquestioningly accept and follow rules and social norms, that are
enacted at the organizational field level (Tolbert & Zucker 1996; Wooten & Hoffman
2008).

The organizational field level is a central concept in neo-institutional theory, and can
be defined as “a community of organizations that partakes of a common meaning
system and whose participants interact more frequently and fatefully with one another
than with actors outside the field” (Scott 2001, p.84). This may include regulatory
bodies, business partners (e.g., customers and suppliers), peer organizations,
competitors, and professional and trade associations. Institutions are socially
constructed by social, political, economic, and legal contexts (i.e., organizational field
or institutional environment), which enact the rules and norms of accepted social
behavior for either individuals or organizations (Weerakkody et al. 2009). These
contexts exert isomorphic pressures on organizations, requiring them to conform to
these rules and norms in order to gain legitimacy (Weerakkody et al. 2009).
Institutions are defined as:

“Social structures that have attained a high degree of resilience. [They] are composed
of cultural-cognitive, normative, and regulative elements that, together with associated
activities and resources, provide stability and meaning to social life. Institutions are
transmitted by various types of carriers, including symbolic systems, relational
systems, routines, and artifacts. Institutions operate at different levels of jurisdiction,
from the world system to localized interpersonal relationships. Institutions by
definition connote stability but are subject to change processes, both incremental and
discontinuous” (Scott 2001, p.48).

Isomorphism is experienced by organizations through the exertion of three pressures
(i.e., coercive, normative, and mimetic); these are illustrated in Table 2. It can be
argued that these pressures overlap empirically, although they are caused by different
circumstances and lead to different outcomes (DiMaggio & Powell 1983). Isomorphic
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pressures exist when connectedness happens, which is the exchange of relations
between organizations.

Table 2: Isomorphic pressures (DiMaggio & Powell 1983)

Isomorphic pressure | Description

Coercive Imposed by the legal environment and can be either formal (e.g.,

laws and standards) or informal (e.g., cultural)

Normative Imposed by professional associations that define normative rules
about organizational and professional behavior. Likewise,
universities and professional training institutions produce

individuals with similar orientations and educational backgrounds.

Mimetic Imposed by environment uncertainties (e.g., goal ambiguity or
poor awareness of organizational innovation), so that organizations

model themselves on other successful organizations in their field

Undoubtedly, “early adoption decisions of organizational innovations are commonly
driven by a desire to improve performance” (DiMaggio & Powell 1983, p.148).
However, as innovations diffuse, an adoption decision may become driven more by the
desire to achieve legitimacy (Meyer & Rowan 1977). In order to gain legitimacy,
organizations implement five strategic responses through a set of tactics to respond to
isomorphic pressures (Oliver 1991), as illustrated by Table 3.

Table 3: Strategic responses to institutional processes (Oliver 1991)

Strategic responses Tactics Examples
Acquiescence Habit Following invisible, taken-for-granted norms
Imitate Mimicking institutional models
Comply Obeying rules and accepting norms
Compromise Balance Balancing the expectations of multiple constituents
Pacify Placating and accommodating institutional elements
Bargain Negotiating with institutional stakeholders
Avoidance Conceal Disguising nonconformity
Buffer Loosening institutional attachments
Escape Changing goals, activities, or domains
Defiance Dismiss Ignoring explicit norms and values
Challenge Contesting rules and requirements
Attack Assaulting the sources of institutional pressure
Manipulation Co-opt Importing influential constituents
Influence Shaping values and criteria
Control Dominating institutional constituents and processes

From a social science perspective, neo-institutional theory has its origins, and has been
used in research, in various disciplines, including economics, political science,
organization science, and IS/IT (Scott 2004; Currie 2009). In particular, neo-
institutional theory has been applied in several IS studies (Mignerat & Rivard 2009).
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Furthermore, it is argued that IS studies have not exploited neo-institutional theory in a
level of analysis that goes beyond the organizational level; for instance, to include
environmental (e.g., societal, sector, or field) and individual (e.g., agency) issues
(Currie 2009).

3.2. Neo-institutional Theory in IS Research

In researching 1S/IT-related phenomena, there has been a call to pay attention to
institutional influences on the adoption of IS/IT innovations (Swanson 1994). In IS
literature, a focus on the use of neo-institutional theory was suggested in order to gain
an “understanding for how technologies are embedded in complex interdependent
social, economic, and political networks, and how they are consequently shaped by
such broader institutional influences.” (Orlikowski & Barley 2001, p.154). The
literature reported that neo-institutional theory was used for “understanding the impact
of internal and external influences on organizations that are engaged in [...] IT-
induced change” (Weerakkody et al. 2009, p.355). External influences can be
competitors, industry, government agencies, the public, or investors. Internal
influences can be perceived benefits, readiness, and sensitivity to cost (Tung & Rieck
2005). Consultancies can also act as a further influence, contributing before, during,
and after the adoption of IT innovations (Swanson 2010). Furthermore, many studies
have used neo-institutional theory to “examine IS/IT-related phenomena exemplified
in IT innovation, IS development and implementation, and IT adoption and use”
(Mignerat & Rivard 2009, p.1). In the existing literature, the use of neo-institutional
theory in IS research has focused on three core themes: the effect of institutional
pressures on IS/IT innovation process, the institutionalization process of IS/IT
innovations, and the interaction between IS/IT and institutions (Mignerat & Rivard
2009).

One study in particular has used neo-institutional theory to examine the relationship
between I1S/IT development and implementation, and organizational change (Avgerou
2000). Through an analysis of the history of IS/IT development in a Mexican
company, the study suggested that IS/IT innovation is a process of technical-rational
and social forces that intensify organizational change rather than drive it.

In the area of IS/IT innovations, one study has identified institutions that influence
IS/IT innovations through institutional interventions. In particular, it has examined the
influence of government policy on IS/IT innovations (King et al. 1994). In addition to
explaining IS/IT phenomena, neo-institutional theory has been used to predict an
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organization’s intention to adopt IS/IT innovations (Toe et al. 2003). Another study
has relied on neo-institutional theory to argue that an organization’s internal
circumstances, together with the organizing vision of the surrounding community, can
shape the likelihood of an organization to innovate with IS/IT (Swanson & Ramiller
2004). Accordingly, the authors introduced four processes for organizational
innovation with IS/IT: comprehension, adoption, implementation, and assimilation.

Neo-institutional theory has also been used to understand whether the adoption and
diffusion of IS/IT innovation in the healthcare sector will continue or decline; this is
influenced by the conflict between the interpretations of 1T-induced change from such
innovation among institutional groups (Currie & Guah 2007). A further study has
examined the effect of regulative and normative influences on the adoption of
Western-based electronic human resource management (e-HRM) in Chinese
subsidiaries of multinational corporations (Heikkild 2013). The study found that these
influences had positive and negative consequences for subsidiaries. Additionally, the
response of subsidiaries to these influences is not likely to allow strategic value to be
gained from e-HRM. Regarding IS/IT implementation, one study has examined the
influence of coercive and normative pressures on ERP implementation in a Dutch
organization, causing the organization to follow an acquiescence strategy as a response
to these pressures (Benders et al. 2006).

A study related to the assimilation stage of IS/IT has used neo-institutional theory to
explain how the top management championship, strategic investment rationale, and the
extent of coordination all shape the assimilation of web technologies within an
organization (Chatterjee et al. 2002). Another study has relied on neo-institutional
theory to explain the important role of top management in mediating the influence of
external institutional pressures on the assimilation of enterprise systems within
organizations (Liang et al. 2007). Their study found that the mimetic pressure had a
positive influence on the mediation of top management’s belief and participation in the
assimilation of enterprise systems’ ERP; however, the coercive pressure only
influenced the mediation of top management’s beliefs. Another study questioned the
external and internal factors that influence the assimilation of ERP in large Australian
organizations (Pishdad & Haider 2013). The study identified eight factors that
successfully influence the social and cultural environment of an organization and,
consequently, facilitate the assimilation of ERP within it.

55



In the area of IS security, one study has taken a different perspective, arguing for the
use of neo-institutional theory to ‘“understand, explain, control, and predict” 1S
security issues related to social behavior in organizations (Bjorck 2004, p.1).
Furthermore, the author discussed the role of standards and organization’s policies in
controlling the social behavior related to the securing of IS/IT. In another study, three
economic-based factors were identified, and quantitatively proven to moderate the
institutional influences on the adoption of IS security innovations (Hsu et al. 2012).
Furthermore, three organizational capability factors were shown to moderate the
assimilation of IS security innovations.

In the area of IS/IT outsourcing, neo-institutional theory has been used in a wide range
of studies (Hirschheim et al. 2007). The literature has reported that Kodak’s total and
major outsourcing decision acted as a mimetic pressure to positively influence
subsequent IS/IT outsourcing adoptions (Lacity et al. 2010; Loh & Venkatraman
1992b). Another study, which had a focus on the banking industry, investigated the
strategic responses (e.g., conform to or resist) of individual banks to institutional
influences on IS/IT outsourcing (Ang & Cummings 1997). These responses depend on
the degree of institutional influences, the economic gains from IS/IT outsourcing, how
far it is financially possible to resist institutional influences, and transaction cost
factors.

Another study used the concept of organizing vision proposed by (Swanson &
Ramiller 1997), to explain how the first wave of ASP providers happened to fall out of
the market with the rise of the dot.com bubble and the emergence of web services
providers (Currie 2004). A recent study explored factors that increase or reduce
organizational responsiveness to anti-offshoring institutional pressures (Khan & Lacity
2014). This study proved that an organization’s responsiveness is increased by
mimetic pressures and by that organization’s expectations of social legitimacy.
Furthermore, an organization’s responsiveness is reduced by conflicting goals and
uncertainties in the legal environment.

The IS literature features a critical discussion of the challenges that face IS researchers
in applying neo-institutional theory and the limited scope of using it in 1S/IT-related
studies (Currie 2009; Mignerat & Rivard 2009; Weerakkody et al. 2009). One of the
challenges is the multifaceted nature of the theory (i.e., organizational field, structural
isomorphism and institutional logics) and the blurriness of its concepts (i.e.,
institutions) (Currie 2009). In these studies, the institution was always treated as an
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entity or organization, rather than, for instance, a piece of technology or top
management support (Mignerat & Rivard 2009; Currie 2009). The unit of analysis in
IS/IT studies has always been the adoption of I1S/IT innovation within the organization,
despite the fact that the IS literature has advocated the need for a broader unit of
analysis (e.qg., field, industry, sector, society, country, and systems) (Weerakkody et al.
2009; Mignerat & Rivard 2009; Currie 2009), given that institutional forces come
from multiple levels, including the environment and organizations (Currie 2009, p.74).

Furthermore, the IS literature has reported on the lack of qualitative and interpretive
studies that have used neo-institutional theory in studying IS/IT phenomena
(Weerakkody et al. 2009). Additionally, few IS/IT studies have used the five strategic
responses to institutional pressures by (Oliver 1991). Even then, the focus has been on
acquiescence strategy, despite the fact that IS/IT adoption may involve the other four
strategies (Mignerat & Rivard 2009). Furthermore, the concept of institutional logic
has rarely been applied in the IS literature. The exception is a study that focused on
understanding the conflict between past and present logics and the changes this has
brought to the governance systems and work practices in the healthcare sector (Currie
& Guah, 2007).

3.3. Neo-institutional Theory and Cloud Computing Adoption

CC is argued to be embedded into political reforms and organizational changes to
enact, support, and drive transformation in the way organizations run their business
(Cordella & Willcocks 2012). In the CC literature, governmental influence was
reported to be negative on the adoption of CC services; however, this only applies for
highly regulated industries such as healthcare (Schneider & Sunyaev 2014). At the
national level, laws and regulations can be tough, with penalties constraining the
adoption of CC services in some contexts (Seddon & Currie 2013), or encouraging,
with policies motivating the adoption of CC services in other contexts (Lian et al.
2014).

Furthermore, at the international level, laws and regulations give rise to complexity
and fuzziness issues (Marston et al. 2011); for instance, in the EU region there is
serious concern about data security and privacy issues with regard to public records.
Indeed, the unsolved conflicts in legislation between the EU and US. This raises a big
question mark regarding responsibilities and accountabilities between client
organizations and CSPs (Seddon & Currie 2013), especially with widespread leaks
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about the NSA PRISM surveillance program, which has led to increased uncertainty
(Schneider & Sunyaev 2014; NTT Communications 2014).

In the context of CC, the organizational field that is most characterized by high
competition, uncertainty, and conflicts consists of various actors such as “national
governments, supra-national organizations, industry bodies, trade and professional
associations as well as cloud vendors, cloud clients and the organizations of these
clients” (Kshetri 2013, p.375). These actors enact the rules and norms of the CC game
through an exchange of dialogues, rhetorics, and content; however; these rules and
norms are not moving at the same speed as the technological development (Kshetri
2013). This has been attributed to the fact that each of these actors has a different logic
and perception of the main CC issues, namely, concerns, interests, and capabilities
(Kshetri 2013). Some actors are focused on costs benefits, some are focused on
security and privacy risks, whilst some are focused on security and privacy risks, and
others are focused on controlling the data in the cloud, either by securing or spying on
data (Kshetri 2013).

Furthermore, the literature has encouraged focusing research efforts on investigating
“factors other than technology characteristics, such as organizational, individual, and
environmental characteristics.... [and] further investigation of institutional influences
in the context of cloud-sourcing decisions” (Schneider & Sunyaev 2014, p.15).

A limited amount of empirical research has sought to apply concepts from neo-
institutional theory in order to examine the effect of institutional influences on the
adoption of CC services. Three studies are in progress, which have chosen to use a
neo-institutional perspective. One of these studies is aimed at understanding the
behavior of cloud vendors in how they formulate their strategies to respond to the
emerging market of CC (Su 2011). The second study has focused on the clients by
arguing that institutional influences are likely to affect a client organization’s
perception of CC characteristics (e.g., accessibility, scalability, cost-effectiveness, and
lack of security); in turn, this has an influence on its ultimate intention to adopt CC
services (Saya et al. 2010). The third study hypothesized that the successful adoption
of SaaS by peer organizations serves as a mimetic pressure to influence the likelihood
of a client’s decision to adopt SaaS (Xin & Levina 2008).

Only one empirical study found that, in quantitative terms, the mimetic pressure (e.g.,
the perception that competitors have adopted CC services successfully) has a
significant influence on the intention of client organizations to adopt CC services in
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Germany (Messerschmidt & Hinz 2013). Nonetheless, the quantitative methodological
stance is predominant, with all three of these studies in progress planning to conduct
surveys.

The way in which client organizations interpret these various influences in their
adoption strategies and their reasons for so doing remain relatively unexplored. Thus, |
used the concept of isomorphic pressures (DiMaggio & Powell 1983) and strategic
responses to these isomorphic pressures (Oliver 1991). I, then, applied these concepts
to the findings from two case qualitative studies: one from Egypt and one from
Norway. According to the IS literature: “organizations in different socio-economic
and political contexts may often react differently to similar internal and external
challenges due to constraints imposed by the environment they exist in” (Weerakkody
et al. 2009, p.354). Thus, my objective was to explore more institutional influences in
those two different contexts and examine the way in which client organizations
interpret such influences in their adoption strategies. The institution that | focused on
in my research is the “adoption of CC”,

In constructing the analytical framework in Paperl, the concepts of neo-institutional
theory were placed into the context of CC adoption. In this conceptual paper, the aim
was to be more descriptive than normative in examining the plausibility of the
framework by bringing in relevant literature on the use of CC in enterprise systems. It
is important to understand how an organization interprets changes at the field level.
However, it is equally important to gain insights into why an organization decides to
adopt a certain strategic response over others. Both external and internal factors may
be considered in this process. Field-level changes involved in the enactment of new
government regulations, the ways in which business partners collaborate, and the
advent of new CC services can all trigger various isomorphic pressures. The relevant
organizations at the field level are summarized in Table 4, whilst the types of
isomorphic pressures that influence the adoption of CC are presented in Table 5. Table
6 presents the strategic responses that resulted from the client organization’s
interpretation of the isomorphic pressures.

Table 4: Organizations at the field level (Paperl)

Organization | Description References

CSPs Various forms of CC (SaaS, PaaS, and laaS) (Armbrust et al. 2010)
offered by CSPs, along with their promised
benefits and associated potential risks, affect
CC adoption.
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Organization

Description

References

Peer
organizations

Organizations develop this trust through asking
their peers about their perceptions of CSPs’
capabilities and reputations.

(Altaf & Schuff 2010)
(Heart 2010)
(Yao et al. 2010)

Business
partners

Business partners (e.g., customers and
suppliers) may affect the organization’s
decision to adopt CC services in order to keep
on their partnership.

(Lietal. 2012)

Professional
and industry
associations

Professional and industry associations may
develop guidelines to facilitate CC adoption, as
well as evaluation criteria to select appropriate
CSPs.

(Badger et al. 2011)
(Kshetri 2012)

Regulators

Regulators may enact obligations on CSPs to
inform the adopting organizations about the
protection of data security, privacy, and
integrity. This is more important among
government agencies.

(Marston et al. 2011)
(Kshetri 2012)

Table 5: Isomorphic pressures (Paperl)

Isomorphism

Description

References

Coercive

Organizations adopt CC for regulatory
compliance reasons or because they forced by
other organizations through compulsory power.

(Chong & Ooi 2008)
(Low et al. 2011)
(Herhalt & Cochrane
2012)

(Zielinski 2009)
(Lietal. 2012)

Normative Organizations adopt CC because they are (Low et al. 2011)
influenced by learning processes or a convincing (Herhalt & Cochrane
power of other organizations. 2012)
(Yao et al. 2010)
Mimetic Organizations adopt CC to become similar to (Benders et al. 2006)

other adopting organizations, without a thorough
reflection process.

(Parakala &  Udhas
2011)

(Sultan 2011)

Table 6: Strategic responses (Paperl)

Strategy

Example of response

References

Acquiescence

Organizations adopt CC with or without any
reflection. Some of them conduct a proper
study and decide to choose full

(Chong & Ooi 2008)
(Herhalt & Cochrane 2012)
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Strategy Example of response References

implementation, while others do so simply
by following the norms, business hype,
and/or regulatory force.

Compromise | Organizations develop an adoption strategy, | (Parakala & Udhas 2011)
such as by adopting CC to run parts of their | (Herhalt & Cochrane 2012)
strategic information systems or by
combining public and private/community
clouds.

Avoidance Organizations adopt partial implementation | (Herhalt & Cochrane 2012)
and conduct testing of a proof of concept, (Lin & N. Chen 2012)

such as using CC to run parts of their
nonstrategic information systems.

Defiance Organizations decide not to adopt CC atall. | (Herhalt & Cochrane 2012)
(Ernst&Young 2012)
(Yao et al. 2010)

Manipulation | Organizations establish their own private or | (Herhalt & Cochrane 2012)
community CC. (Marston et al. 2011)
(Parakala & Udhas 2011)
(Brian et al. 2012)

| wrote Paperl based on a review of the literature and by identifying a research gap;
although it was written before | began to collect data, the theory did not guide my data
collection. | chose to freely explore the factors that influence the adoption of CC
services by, first, conducting an exploratory Delphi study. The Delphi study guided
my selection of the two qualitative case studies from Egypt and Norway. In the next
chapter, I offer an explanation of my research approach.

3.4. Summary of the Chapter

In this chapter, | have argued for my theoretical choices and introduced the concepts
borrowed from neo-institutional theory (i.e., isomorphic pressures, strategic responses,
and institutional logics) to guide my data analysis. | reviewed the use of neo-
institutional theory in IS research, including I1S/IT outsourcing, and in CC in particular.
I highlighted the gap in using neo-institutional theory to study the CC phenomenon. In
my first paper (cf. Paperl), | defined the organizational field, isomorphic pressures,
and strategic responses in the context of CC in accordance with the literature. In the
next chapter, I go on to discuss the research approach | took to answer the research
questions.
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“If we knew what it was we were doing, it would not be called research, would it?”

— Albert Einstein

63



64



4 Research Approach

This thesis addresses three research questions (one main RQ and two SQs), which |
introduced in Chapter 1. In addition, it focuses on understanding the phenomenon of
CC adoption and how it is influenced by internal and external factors. In Chapter 2, the
existing body of IS research is reviewed and the research gaps are highlighted and
discussed. In this chapter, | begin by giving an overview of my research design that
includes interpretive research approach, research methods, theory, research questions,
and research publications. In Section 4.1, | argue for my philosophical and
methodological choices. In Section 4.2, | provide an overview of my research
activities in terms of publication, data collection, and data analysis timelines. In
Section 4.3, | provide details about my sampling strategy and demographics about the
informants. In Section 4.4, | report on my research settings, data collection and
analysis. Finally, in Section 4.5, | offer some reflections on validity issues related to
my research approach.

4.1. Research Design

As presented in Chapter 2, the CC adoption phenomenon and the factors that influence
it are the result of social interaction between organizations, which is reflected in the
opinions of their staff from going through a particular experience. Thus, the
knowledge gained about the phenomenon of CC adoption is socially constructed.
Hence, this is in line with the ontological assumption of the interpretivist approach.
Interpretivism perceives organizations as social processes in which the world is
interpreted in a particular way in order to legitimatize shared actions and establish
shared norms (Checkland & Holwell 1999). Ontologically speaking, in relation to CC
adoption, decisions are made to use CC services and are used by people (within client
organizations), offered by people (within CSPs and consultancies), and governed by
people (within governments). Thus, CC is related to people in particular and social
settings (organizations) in general. As circumstances change over time, interactions
between these social systems change, and so do the interpretations of reality about
what influences the adoption of CC (Orlikowski & Baroudi 1991; Kshetri 2013).

In epistemological terms, since CC adoption is a social process, | chose to acquire
knowledge about it from the interpretations of the stakeholders involved (i.e., clients,
providers, consultancies, and academics). | regard these stakeholders as constituents of
the practices and norms of CC adoption. This aligns with the epistemological
assumptions of the interpretive approach, namely that, “the language humans use to
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describe social practices constitutes those practices. Thus, understanding social
reality requires understanding how practices and meanings are formed and informed
by the language and tacit norms shared by humans working towards some shared
goal.” (Orlikowski & Baroudi 1991, p.14).

In the subsequent sections, | report on my research methodology, because
“Interpretive researchers are not saying to the reader that they are reporting facts;
instead, they are reporting their interpretations of other people's interpretations. It is
thus vital, in order to establish some credibility to the reader, that they describe in
some detail how they have arrived at their ‘results’.” (Walsham 1995, pp.78-79). This
includes details on the chosen research methods and the reasons for making these
choices, the number of informants interviewed and their demographics, research
context and reasons for choosing this context, other data collection sources, unit of
analysis, and the analysis techniques (Walsham 1995). Thus, the reader can track the
procedures used to reach my findings (Miles & Huberman 1984a).

| approached the study on CC adoption by, first, conducting a systematic literature
review to gain wider knowledge about previous research that has contributed to our
understanding of CC adoption. In so doing, I followed the guidelines put forward by
(Webster & Watson 2002; Okoli & Schabram 2010; vom Brocke et al. 2009).
Consequently, | was able to identify any empirical, theoretical, or methodological gaps
(Paper2). Hence, Paper2 helped to formulate the two SQs. It should be noted that I
began this systematic literature review at a very early stage of my PhD, before
working on and writing Paperl. Paperl is based on a selective literature review
relating to neo-institutional theory and CC literature; thus, it provided a theoretical
foundation for answering the main RQ. This involved defining the organizational field
in the context of CC adoption, and constructing a framework to guide the analysis of
the empirical data. Second, | conducted a ranking-type Delphi study (Schmidt 1997) to
generate a list of the most important CC adoption issues identified and prioritized by
CC experts (Paper5). The Delphi procedure is “a rapid and efficient way to cream the
tops of the heads of a group of knowledgeable people” (Dalkey 1972, p.16).
Furthermore, the ranking-type Delphi survey is argued to be a rigorous data collection
method. In particular, it can be used to produce a rank-ordered list of subject matters
(Schmidt et al. 2001). Additionally, the Delphi method is well-suited to build
consensus on a topic that is spread across various disciplines (Hsu & Sandford 2007),
such as CC. The Delphi study involved three phases (i.e., brainstorming, narrowing
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down, and two rounds of ranking) (Okoli & Pawlowski 2004) in addition to follow-up
interviews.

The outcomes of the Delphi study address the main RQ and two SQs. | provide details
on the Delphi procedure in Section 4.4.1; however, during the first phase of the Delphi
study and the follow-up interviews, | had some interesting inputs from the experts,
themselves. These experts came from Egypt and Norway, and were able to provide
interesting answers relating to the context of each country, particularly, its ICT and
legal infrastructures. This guided my choice of the case studies and provided inputs to
them. Consequently, two qualitative exploratory case studies were chosen; one from a
developing country (Egypt) and one from a developed country (Norway). The reasons
for having two case studies are to gain more knowledge about the factors that
influence the adoption of CC in relation to both contexts. Furthermore, the Egypt case
was convenient for me, because Arabic is my mother tongue and it was easy to
communicate with the Egyptian informants. For the Norway case, some Norwegian
informants were able to express their opinions and experience in English, so | was able
to communicate with them. However, others preferred to use the Norwegian language
during the interview and to answer the Delphi’s brain storming questionnaire. This
was a major challenge for me, because | was unable to acquire the Norwegian
language skills in time. | have overcome this problem with the assistance of my
supervisors, who translated the informants’ answers to the Dbrainstorming
questionnaire, facilitated the Norwegian interviews, and translated their transcriptions.

Third, limited empirical research was carried out into CC adoption in the Egyptian and
Norwegian contexts, which was reported in Paper3 and Paper4. Consequently, two
exploratory case studies were conducted (Yin 2009; Marshall & Rossman 1989). Case
study method is useful for exploring areas where existing knowledge is limited
(Cavaye 1996). Thus, case study strategy aims to provide a description of the
phenomenon by understanding the dynamics of its context (Darke et al. 1998;
Eisenhardt 1989; Yin 2009). Furthermore, case study strategy in IS research helps to
understand and interpret the human/technology interaction in the natural social setting
(Orlikowski & Baroudi 1991). The findings from the two case studies were analyzed
using neo-institutional theory concepts introduced in Paperl. Figure 4 depicts the
research design | followed to answer the research questions, along with the theory and
methods used in the published papers.
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INeo-institutionaI theory:

-Isomorphic pressures (DiMaggio
and Powell, 1983)

-Strategic responses to
institutional processes (Oliver,
1991)

Literature Review

Conceptual framework (Paperl) -> provided theoretical foundation for answering RQ

Based on selective literature I:

the analysis of the empirical data

-ldentified the organizational field in the context of CC adoption
-Constructed the conecptual framework based on neo-institutional theory concepts to guide

Using Grounded Theory as a
Method for Rigorously Reviewing
Literature (Wolfswinkel et al.
2011)

Systematic Literature Review (Paper2) -> Guided formulating SQ1 and SQ2

I*D|Based on the literature | identified:

-Theoretical, methodological, and empirical gaps in previous research

|}

-Ranking-type Delphi study by
(Okoli and Pawlowski 2004)
-Follow-up interviews for
triangulation as suggested by (Day
and Bobeva 2005)
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Follow-up

INeo-institutionaI theory:

-Isomorphic pressures (DiMaggio
and Powell, 1983)

-Strategic responses to
institutional processes (Oliver,
1991)

Guided the choice of cases

Provided inputs to Egypt case

Provided input to Norway case

Case Studies

Egypt Case Study (Paper3) -> provided answers to RQ, SQ1, 5Q2

Norway Case Study (Paper4) -> provided answers to RQ, SQ1, SQ2
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Figure 4: Research design

4.2. Research Activities

Work on this PhD thesis took three years, during which time | carried out a set of
activities, including a literature review and empirical studies that involved data
collection and analysis. The publications that resulted from these studies will be
presented later in this thesis. As illustrated in Figure 5, the Delphi study is the first
study | started and the two case studies took place in parallel with it. Papersl and 2 are
based on the literature, through which problem formulation took place. Papers3 and 4
are based on each of the case studies. Paper5 is based on the Delphi study. Figure 5
also demonstrates the data collection and analysis activities for the empirical studies.
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Figure 5: Overview of research activities
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4.3. Getting Informants Onboard

The Delphi study was the first empirical study carried out; thus, my planning involved
searching for informants that come within the scope of the study. Thus, the purposive
sampling strategy was seen to be appropriate (Day & Bobeva 2005). Although other
studies may have used the term “participants”, I prefer to use the term “informants”
instead. According to Bygstad and Munkvold (2010), an informant is defined as a
stakeholder that gives qualified information or opinion on a case. This definition
applies to the nature of my study and the involvement of the informants in my study,
as my informants were stakeholders from different domain backgrounds who gave
their opinions throughout the study even during the Delphi questionnaires. Thus, the
aim was to gain the informants’ opinions and interpretations rather than their sufficient
sample representativeness. Searching for informants to participate in the Delphi study
involved surveying literature sources such as academic papers, practitioners’ articles,
professional business networking sites (e.g., LinkedIn), and reference contacts in
order to target the candidate informants with considerable IT expertise in the field and
who are currently involved in CC adoption initiatives. My supervisors also assisted in
making contact with some informants. The number of years of IT expertise was the
main criterion for regarding an informant as an expert. For this study, an expert needed
to have a minimum of three years of IT expertise. They also had to be involved in the
CC adoption area. The experts who participated in the Delphi study had IT experience
ranging from five years to 30 years. Invitations were initially sent to 60 experts of
whom 34 agreed to participate in the study. After the 34 experts had agreed to
participate, a scheduled plan was sent to them.

This resulted in three heterogeneous groups of experts (i.e., service providers, clients,
and academics) who found the study relevant to them. The involvement of practitioner
and academic experts is helpful in gaining a better understanding of various issues
related to the phenomenon under study (Ward 2012). Furthermore, the experts were
from different sectors, industries, and countries, thus representing diverse opinions and
experiences on CC adoption issues. Academic experts showed interest as they were
involved in field studies relating to CC adoption. Clients showed interest, because they
were early, late, or potential adopters and were willing to share their experiences and
concerns about CC. Providers showed a willingness share their views on CC issues
from the perspective of IT vendors, CSPs, cloud service brokers, and IT consultancy
organizations.
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| agreed to give the experts a report of the final results of the study, which helped to
motivate their interest in participating in the study (the report of final results is
provided at the end of Appendix B). E-mail communication with experts took place
during the completion of the Delphi surveys for convenience. Table 7 provides a
detailed profile of the experts, their codes (i.e., codes are C for clients, P for providers
and consultants, and A for academics along with ordered numbers for each group of
informants), and an indication of the contribution of each informant to the Delphi
study (DS), Egypt case study (ECS), and Norway case study (NCS).

In the Delphi study, clients C1 and C6 are from the same organization; they work in
the Pakistan subsidiary of a worldwide organization. Client C13 worked for a client
organization at the beginning of the Delphi study; however, by the third questionnaire,
he had changed job and worked for a worldwide IT vendor and CSP. This implies that
his background is a mix of client and CSP experiences. Clients C2 and C3 are from
same client organization; C3 was not part of the Delphi study, but was invited by C2 to
join the follow-up interview, because of his technical knowledge of the CC project
being implemented. Furthermore, five academics agreed to be informants for the
Delphi study. Although the sample is relatively small, it provided rich inputs based on
previous research carried out in the area of CC or other relevant areas such as IT
innovation, enterprise systems, and services innovation. I met two of the academics,
A3 and A2, at a workshop on CC for development. Academic Al was a guest lecturer
on one of the PhD courses that | attended; his research interest is in enterprise systems
and service innovation. Academic A5 was invited based on the suggestion of another
academic whom | invited first, but was too busy to take part. Academic A4 was invited
through my supervisors as they knew a priori that his area of interest is CC.

Some Norwegian informants took part in the Delphi study and were also able to give
an insight into my choice of Norway as a case study and provided an input into that
study. | decided that their number and input meant that | did not need to invite more
Norwegian informants, because this would have led to saturation (Eisenhardt 1989). In
addition, two Egyptian informants took part in the Delphi study. | was put in touch
with provider P14 through a contact of a colleague; this contact suggested that | should
interview P14. The interview with P14 was to explore the Egyptian context. As a result
of the interview, | invited him to join the Delphi study. The interview had to be made
in person, because he works for a government-established CSP. At this meeting, |
described my research focus and explained my plan to set up a Delphi panel. The
informant showed an interest in joining the Delphi study. During the interview, he
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talked about a government initiative known as “Cairo ICT” and the Egyptian CC
strategy. This gave me an interest insight into my choice of Egypt as a case study.
Thus, P14 contributed to the Delphi study and his discussion guided my choice of
Egypt as a case. Informant C13 was interviewed as part of the Delphi study’s follow-
up interviews; he provided insights into the cultural issues related to the Egyptian
context, particularly in terms of the difficulty to convince clients about the benefits of
CC.

However, I still needed to recruit more Egyptian informants for the case study. Thus, |
invited 11 informants, all of whom | reached through the LinkedIin Professional
Networking website or through the suggestions of my colleagues. | followed the same
sampling strategy in choosing the additional Egyptian informants. My choices were
based on their knowledge about and/or experience of CC (Palinkas et al. 2013; Patton
1990). I should point out that none of my colleagues were included in my sample; they
only served to put me in contact with the relevant informants. Informants C14 and C15
are from same client organization and they work at the data center of an organization.
Likewise, informants P22 and P23 are from the same worldwide IT vendor and CSP. |
was already following posts from informant P26 on Facebook through a community
for MS SharePoint; thus, | invited him for an interview. | reached informant P18
through a colleague who works in the same worldwide IT consultancy, an integrated
communications provider, and CSP. The colleague forwarded my request to a contact
in another department who then put me in touch with P18, as he is responsible for CC
solutions.

There are limitations regarding my informants that | would like to elaborate on here. |
was not successful in recruiting as many clients in my sample for the case study of
Egypt as in the case study of Norway. In particular, in my sample for the case study of
Egypt, CSPs and consultancies dominated. Despite this limitation, they were able to
offer insights about the client organizations they dealt with. With regard to the Norway
case, | had six informants from five client organizations in the public sector (three
different municipalities and two different government authorities). For the Delphi
study, 34 informants were from six countries, 13 industries of varying company types
(public and private), company sizes (large, SME, and micro), and five degrees of job
roles. However, | did not have the same number of informants from each country,
industry, sector, or size. Norwegian informants dominated the Delphi study sample.
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Table 7: Informants’ profile

# Code | Position Found Company type Company | Sector Country | Contribution
through size DS | ECS | NCS
1 P1 Vice president and general LinkedIn Worldwide cloud service SME Private USA X
manager cloud services broker
2 P2 Director cloud service LinkedIn Worldwide IT vendor and Large Private Norway X
CSP
3 P3 CEO My National CSP Micro Private Norway X
Supervisors
4 P4 Regional Offer Director for My Worldwide IT vendor and Large Private Norway X
Cloud Transformation supervisors consultancy
5 P5 CEO LinkedIn National IT consultancy Micro Private UK X
6 P6 CEO My Worldwide IT vendor and SME Private Norway X
supervisors CSP
7 P7 Product and R&D Manager My Worldwide IT vendor SME Private Norway X
supervisors
8 P8 Software Engineer My Worldwide IT consultancy | Large Private Norway X
supervisors
9 P9 Owner and senior consultant | My National IT vendor and SME Private Norway X
Supervisors consultancy
10 | P10 CTO My Worldwide IT consultancy | Large Private Norway X
supervisors
11 | P11 SVP and CMO LinkedIn Worldwide IT vendor SME Private USA X
(wireless technologies)
12 | P12 Senior Consultant, team My Worldwide IT consultancy | Large Private Norway X X
leader CRM, and Cloud supervisors
Advisor
13 | P13 Product Manager LinkedIn Worldwide IT vendor and SME Private Norway X X
CSP
14 | P14 Technical Operation A colleague -> | National CSP and IT SME Public Egypt X X
Manager reference consultancy (government
agency)
15 | P15 Business Development My Worldwide IT vendor, CSP, | Large Private Finland X

Manager

Supervisors

and IT consultancy
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# Code | Position Found Company type Company | Sector Country | Contribution
through size DS | ECS | NCS
(Telecommunications)
16 | P16 Senior consultant My Scandinavian IT Large Private Norway X X
supervisors consultancy
17 | P17 Senior consultant My Scandinavian IT Large Private Norway X
supervisors consultancy
18 | C1 Director — global IT services | LinkedIn Client organization Large Private Pakistan | X
(Worldwide
telecommunications)
19 |C2 Vice president My Client organization Large Public Norway X X
supervisors (Government
administration agency)
20 | C3 Technical project manager LS Client organization Large Public Norway X X
(Government
administration agency)
21 | C4 Enterprise architect My Client organization Large Public Norway X X
supervisors (Government Healthcare
agency)
22 | C5 CIO My Client organization (Public | Large Public Norway X X
supervisors municipality)
23 | C6 IT service delivery manager | LinkedIn Client organization Large Private Pakistan | X
(Worldwide
telecommunications)
24 | C7 IT manager LinkedIn Client organization (Public | Large Public Norway X
municipality)
25 | C8 Director information services | My Client organization Large Private Norway X
supervisors (Worldwide oil and gas)
26 | C9 CIO My Client organization (Public | SME Public Norway X X
supervisors municipality)
27 | C10 Senior IT advisor — business | My Client organization Large Private Norway X
processes supervisors (National power supplier)
28 | Cl1 IT advisor My Client organization (Public | Large Public Norway X X
supervisors municipality)
29 | Cl12 CIO LinkedIn Client organization Large Private Norway X
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# Code | Position Found Company type Company | Sector Country | Contribution
through size DS | ECS | NCS
(Worldwide chemicals)
30 | C13 Cloud infrastructure LinkedIn Client organization Large Private Egypt X X
administrator (Worldwide
telecommunications)
31 | P18 Senior solution manager A colleague -> | Worldwide IT consultancy, | Large Private Egypt X
reference integrated communications
provider, and CSP
32 | P19 Co-founder and manager Linkedin CSP, a partner of SME Private Egypt X
worldwide CSP in Egypt
33 | P20 Software development Linkedin Worldwide CSP Large Private Egypt X
engineer
34 | P21 Senior IT consultant LinkedIn National IT consultancy Micro Private Egypt X
35 | P22 Managing IT consultant LinkedIn Worldwide IT vendor and Large Private Egypt X
CSP
36 | P23 Account manager Linkedin Worldwide IT vendor and Large Private Egypt X
CSP
37 | P24 Consulting system engineer LinkedIn National IT consultancy Micro Private Egypt X
38 | P25 IT consultant LinkedIn National IT consultancy Micro Private Egypt X
39 |Cl4 System engineer A colleague -> | Client organization (Higher - Private Egypt X
reference education)
40 | C15 System engineer A colleague -> | Client organization (Higher - Private Egypt X
reference education)
41 | P26 Technical consultant Facebook National CSP SME Private Egypt X
community for
MS SharePoint
42 | Al Professor Course University - Public Norway X
43 | A2 Research Fellow Workshop University - Public Norway X
44 | A3 Associate Professor workshop University - Public Norway X
45 | A4 Senior Lecturer and My University - Private Norway X
Consultant supervisors
46 | AS Researcher Reference Research institute - Private Norway X
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4.4. Data Collection and Analysis

My data collection approach involved conducting three Delphi surveys and interviews.
With regard to data collection, the interpretive approach views such activities in the
following light: “What we call our data are really our own constructions of other
people’s constructions of what they and their compatriots are up to” (Geertz 1973,
p.9). Further details about the data collection procedures used in my work are provided
in the sub-sections that follow. In addition, | gathered secondary data sources,
including official documents, online news articles, presentation slides, reports, video
recordings, and literature. These secondary data sources help to avoid researcher’s bias
by providing multiple measures of the same phenomenon and by triangulating data
collected from informants to avoid conflict of information (Miles & Huberman 1984b;
Darke et al. 1998). However, it is natural that the interpretive researchers are driven by
subjectivity in their analysis of data; such subjectivity is driven by their beliefs, values,
and interests, and shapes the investigation (Orlikowski & Baroudi 1991). This is
applicable to the analysis of the data for the two case studies and the follow-up
interviews of the Delphi study.

However, when analyzing the data from the last two phases of the Delphi surveys, |
applied statistical analysis methods, using IBM SPSS Statistics tool to eliminate
subjectivity. Furthermore, the consolidated list of issues that resulted from the first
Delphi survey was validated by the participants. The pluralism in using gquantitative
and qualitative methods is desirable in IS research, serving as a means of triangulation
to examine different dimensions of the same research problem (Mingers 2001; Jick
1979). Triangulation means “the combination of methodologies in the study of the
same phenomenon” (Denzin 1978, p.291); it provides a wider range of knowledge on
which research can be based (Mingers 2001). Furthermore, “between-method”
triangulation insures the degree of external validity and improves the accuracy of
judgments by collecting different kinds of data bearing on the same phenomenon (Jick
1979).

In sub-section 4.4.1, | explain in detail the data collection and analysis details that took
place during the three Delphi surveys. In sub-section 4.4.3, | provide details on the
interviews that have been conducted to follow-up on the Delphi study, and to collect
and analyze data for the two case studies. This includes duration, mode of
communication, and date of each interview. In sub-section 4.4.4, 1 list the secondary
data sources, along with the purpose of using each source.
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4.4.1. Ranking-type Delphi Study

The aim of this Delphi study is to identify and rank the most important issues of
concern in the area of CC adoption. This is achieved by gaining consensus on these
issues among the different stakeholders. These issues are important for practitioners to
consider in their decisions about CC adoption. Thus, the Delphi method is appropriate
for “identifying and prioritizing issues for managerial decision-making” (Okoli &
Pawlowski 2004, p.1).

Furthermore, by identifying current important issues, 1S scholars’ efforts to dig into
these issues can be better directed. The literature advocated the need to focus on one
particular issue: “what are the obstacles to cloud adoption, rank-ordered by concern,
cost, and impact?” (Andriole 2012, p.68). Thus, a “ranking-type” Delphi study was
conducted (Schmidt 1997).

The study was carried out in close collaboration with my supervisors, who gave
guidance throughout the design, data collection, and analysis of the study’s results.
The study was designed using the principles and guidelines documented in the Delphi
literature in order to ensure the validity and creditability of the study (Franklin and
Hart, 2007, Okoli and Pawlowski, 2004, Day and Bobeva, 2005).

Communication with experts took place remotely through e-mails for convenience.
The study involved a set of sequential rounds (i.e., brainstorming, narrowing down,
and two rounds of ranking (Okoli & Pawlowski 2004)). The first round was followed
by a feedback round to validate the consolidated list of CC adoption issues.

In addition to the Delphi surveys, we conducted follow-up interviews with 16 of the
experts participating in the Delphi study. The purpose of the interviews was to enrich
and contextualize the existing data in order that stronger conclusions could be drawn
during triangulation (Day & Bobeva 2005).

The Delphi surveys and results were e-mailed separately to each expert in order to
guarantee full anonymity and thus reduce the effect of dominant individuals (Dalkey
1972). In addition, statistical analysis was employed to reduce the group pressure for
conformity and ensure that each expert’s answer is well-represented in the final round
(Dalkey 1972). Thus, we were able to avoid both researcher bias and informant bias.
Table 8 summarizes the design choices made for the Delphi study.
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Table 8: Delphi study design

Criteria Choice

Purpose of the study | Exploration of concerning issues that enterprises are
confronted with when adopting CC services and rank these
issues

Number of rounds 4 + follow-up interviews with some of the experts

Experts Heterogeneous divided into 3 subpanels (provider, client,
and academic)

Mode of operation Remote access

Anonymity of the Full

panel

Communication Computerized (i.e., e-mail)

media

Concurrency of Sequential set of rounds (brainstorming, narrowing down,

rounds and two ranking)

Figure 6 summarizes the Delphi study process and the follow-up interviews. In the
brainstorming phase, an open-ended question was sent to each expert via e-mail to
solicit his/her knowledge about CC adoption issues: “What are the issues that
enterprises are confronted with when adopting cloud computing services?”. This
question was attached to a MS Word file along with a description of the study and
instructions for answering the question. Each expert was asked to provide at least six
issues related to answering our question (See Appendix B for the structure of this
questionnaire). Furthermore, each expert was asked to specify the issues, to justify
their importance and consequences, and, if possible, make additional comments to
elaborate on the issues concerned.

The experts were given one week to answer the first questionnaire. Some experts
responded within one week; however, we had to send several weekly reminders before
we received responses from the remaining experts. Eventually, we received answers
from 34 experts. Alongside their answers were interesting feedback and comments; for
example, client C4 was willing to offer additional clarifications: “Please see attached
questionnaire. Contact me if you have questions and good luck with your work.”
Similarly, client C10 also gave a note about the answers she provided: “I've tried to
fill out the questionnaire — it’s important to say that this is from the perspective as a
System administrator/business process owner. I know it’s only briefly described, but

)

please let me know if [ should elaborate more specific comments.’

Client C12 also gave a very interesting comment: “Cloud technology will become a
game changer however, it is a young phenomenon, and it is suffering from teething
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pains typical of its age. It’s also subject to many overblown hype in the marketplace.

Although the upside of cloud computing is big, numerous challenges lie ahead.”

In addition, academic A3 provided some particularly interesting feedback: “Note that
the term adoption refers to the process from the enterprise first decides to adopt cloud
service to the implementation and becoming a routinized practice. Does this mean that
you do not include the process before it is decided to adopt - i.e. searching for
solutions and deciding why and how to use cloud? If so, you could be a bit clearer.
Another related issue is that (as | write in my attached answer) companies may choose
very well cloud services without any central decision, if a decision at all. This is also
the nature of cloud (plug-and-play, cheap (sometimes for free)). You may want to take

that into consideration and keep up the good work.”

September 2013

1.1. Initial collection of issues
¢ No. of lost experts: 0
* No. of participating experts: 34 (17:provider, 12:client, 5:academic)
* Questionnaire 1: Open-ended question «\What are the issues that enterprises are confronted with
when adopting cloud computing services?»
1. ¢ Qutput: consolidated list of 55 issues
BralnStormlng 1.2. Validation of consolidated list of issues
¢ No. of lost experts: 1:provider
* No. of participating experts: 33 (16:provider, 12:client, 5:academic)
* Questionnaire 2: Is the consolidated list looking OK?
¢ QOutput: valid list of 55 issues

2 2.1. Narrow down the list of 55 issues
* * No. of lost experts: 2:client
Narrowing * No. of participating experts: 31 (16:provider, 10:client, 5:academic)
D + Questionnaire 3: experts are asked to pick the most important issues among 55 issues
own ¢ Output: narrowed down list of 33 issues

3.1. Rank the list of 33 issues
¢ No. of lost experts: 4 (2:provider, 2:client)
* No. of participating experts: 27 (14:provider, 8:client, 5:academic)
* Questionnaire 4: experts are asked to rank 33 issues according to their priority to them
3. ¢ Qutput: ranked list of 33 issues with low agreement rate
. 3.2. Re-rank the list of 18 issues
Rank'“g  No. of lost experts: 4 (3:provider, 1:client)
* No. of participating experts: 23 (11:provider, 7:client, 5:academic)
+ Questionnaire 5: experts are asked to re-rank 18 issues according to their priority to them given the
average ranking of their corresponding subpanel
* Output: ranked list of 18 issues for each subpanel

)

FO“OW-UP ¢ No. of participating experts: 16 (9:provider, 7:client)
. * Experts are asked to elaborate more on their opinions regarding the cloud computing adoption
Interviews issues provided in the consolidated list.

é March 2015

Figure 6: Overview of the Delphi study process
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The experts’ answers to the first questionnaire were analyzed and a consolidated list of
55 issues was generated (See Paper5 for the list). These 55 issues were grouped into 10
main categories. The analysis sought to identify the most important issues; through
this work, similar issues were combined, and duplicate meanings were removed. My
limited knowledge of the Norwegian language meant that, during the analysis of the
answers to the first questionnaire, my supervisors assisted me with translation.
Furthermore, my supervisors also checked the list after the analysis was completed.

Afterwards, we sent the consolidated list of 55 issues via e-mail to the experts to give
their review and feedback. A deadline of one week was given to make sure that all
their issues were analyzed, grouped and interpreted correctly by the researchers. This
step is important to assure the validity of the consolidated list (Schmidt 1997). During
this feedback round, we also had to send several weekly reminders to the experts to
send back their feedback on the list. After this sub-stage, one expert withdrew from the
provider subpanel; consequently, we were left with 16 experts on this subpanel. The
majority of the experts accepted the consolidated list, and several reported that they
found the results interesting. A few experts suggested some small adjustments to better
clarify some of the issues.

A few experts from the provider subpanel provided some suggestions as to how to
modify the list; for example, according to provider P4: “It's ok. | think you have
received some good and interesting input, but with that said | guess you need some
further discussion, structuring and alignment. e.g. is your focus general or are
you focusing on public cloud specifically? | think most of the inputs are related to
public. If this study has a general focus | think it is important to distinguish between
public, private and hybrid cloud. The characteristic of the different types of clouds are
quite different especially when it comes to security. My view is if you make it too
generic you will create an understanding that is over weighted about public clouds
and security issues. Private and hybrid clouds provide a lot of security options at the

same time as you keep most of the benefits from public clouds.”

Provider P6 also suggested some adjustments as to how to reformulate an issue about
data security risks, which are not absolutes, but depend on some aspects: “Some of the
issues are formulated like absolutes while | think they are not. One example: the issue
(It can be risky to move customer data to the cloud and it is preferable to be kept in-
house) I do not agree that ‘it is preferable to be kept in-house’. Sometimes it is safer to
be stored in the cloud than in-house. This is dependent upon the provider, the
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agreements etc. My point is that Risks are not absolutes. Risks are to be dealt with and
there are hopefully solutions on most risks (not all ©). Just be careful in formulating

the risks too narrow. I am OK with the list, it is covering my points.”

Furthermore, the academic A3 suggested that the category of users be specified when
talking about the meaning of cloud: “Looks good. Just one minor issue. In the issue
you talk about the meaning of cloud. I think this is very important from a management
perspective - if managers do not understand what cloud is they won't use it. In your
point, you talk about users, but are users then including management? This is not

clear to me.”

Thus, the list was modified in a way that the provider, client and academic subpanels
felt did not affect its agreed form. Furthermore, we now had a list of 55 issues that had
been accepted by the panelists and was now ready for the narrowing-down phase.

In the narrowing-down phase, we sent the consolidated list of 55 issues as an online
multiple choice survey form. This form was created using Google forms and featured
check buttons and instructions for answering the survey. It was sent to 33 experts (a
copy of this survey is included in Appendix B). We asked them to select 10
(minimum) to 20 (maximum) issues they felt were most important to them. They were
given a one-week deadline. In this phase, each expert received a randomly arranged
list of issues so as to avoid bias in the order of the listed items (Okoli & PawlowskKi
2004). The response rate was low in the first week, with few experts submitting their
answers to the questionnaire. Thus, we had to send several weekly reminders to those
who had not responded. Eventually, we received answers from 31 experts on the
second questionnaire, although two experts chose to withdraw from the client
subpanel. Consequently, the size of the client subpanel was reduced to 10 experts.

Following this, we also received feedback from the expert